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Abstract

Multistage Intercomnection Networks (MINs) are being considered for nse in
switel fabries of broadband packet switch arcliitectures. Most of the MINs con-
sidored are based on 2 x 2 switching elements (SEs). Throughput performance

is degraded mainly due to the basic size of the SEs. In this work. the Balanced

Gamma (BG) network, a multipath MIN. which features 4 x 4 SEs has been stud-
ied i detail. Architecture, fault tolerance. reliability and hardware complexity of
the BG network are compared with the 2-replicated 2-dilated Banyvan (R2D2) net-
works and the Batcher Banyan (BB) networks. A new simple routing algorithm
lias been proposed for the BG network to enhance its fault tolerance capability.
Switching performance is enhanced by increasing the size of the basic SEs and
thereby providing multiple paths between each input-output pair of the BG net-
work. The throughput performance of the BG network is studied under certain

idealistic uniform and iform traffic dit These perfc results

are compared with the R2D2 and the BB networks under the same traffic condi-
tions. Performance analysis and simulation results have shown high throughput
performance of the BG network even in the presence of an SE fault. It has been
found that the fault tolerance properties, reliability and thronghput performance
of the BG network are much superior to those of the R2D2 and the BB networks.
Due to increased throughput performance of the BG network it may be consid-
ered as a potential candidate for use in switch fabrics of broadband packet switclh

architectures.
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Chapter 1

Introduction and Literature
Review

1.1 Introduction

Rapid advancements in compnuter and communication teehnologies liave resnlted
in a virtual merger of these two fields. The advances in communieation technol-
ogy are in the areas of transmission and switching deviees while those in the field
of computers can be attributed to high speeds, multiple processors, developuients

in software, effective interconnection of thes

processors ete, There has also een

rapid developments in the field of Very Large

e Integrated Cirenits (VLSI).
Due to increasing needs from users and greater demand of varions serviees sueh as

voice, full motion video, data etc.. researchers started looking into one transmission

medium which could effectively handle all these services, ITU-T (originally called

CCITT) has defined Broadband Integrated Servi

Digital Network (B-ISDN) as
“a service requiring fransmission channels capable of supporting rates greater than
the primary rate offered by the existing cirenit and packet switehed networks™ [1].
This integrated network will be capable of supplying services sueh as voice. data,

full-motion video etc. individually or combined as in the case of mmlti-media to



g5 speeds. This is illistrated in Figure L1 which shows 1

varions places at varyi
BISDN network caryingg different pavlonds. Asynchironons Transfer Mode (ATM)
lins been identified by TTU-T as a switching system eapable of mecting the re-

quirements of B-ISDN such as very high thronghput. low switehing delay. a low

probability of packet loss. expandability, testability, fault tolerance (FT). low cost,

and ability to achiev hroadeasting as well as multicasting.

1.2 Asynchronous Transfer Mode

ATM is a packet-oriented transfer mode that uses asynchronous time division
multiplexing techniques with the multiplexed information flow heing organized into
blacks of fived size, called cells [3]-6]. ATM is also known by names such as
Asynchronous Time Division and Fast Packet Switching [4]. The packets in the
ATM networks are called cells. Each cell consists of 3 bytes of header and 48
bytes of information ficld. This is shown in Figure 1.2. The information field
is transported transparently by an ATM network without any processing. Cell
sequencing is preserved in an ATM network.

Virtual circuits are established between the users before information is ex-
changed in an AT network. This is done by a connection set-up procedure.
Similar to other switching systems, B-ISDN protocol reference model for AT con-
sists of several layers. This model has been explained in detail in references [4]-6].
An ATM public switched network is shown in Figure 1.3. It can be seen that the
public ATM network connects the lacal ATM networks. These local AT netwarks

are in turn are made up of a number of AT switclies.

ATM switching networks are currently expected to operate at 13



Mega bits per second [1]. Fieture networks are expected 1o operate at 1 Giga hits
per second or more. Research is heing camied ot in orcer to find an AT\ switeh

having very high throughput. low cell loss ratio of the order of 10=%and lower,

1.3 Asynchronous Transfer Mode Switch
Fabrics

Varions ATM switches architectures have heen proposed (], [7]. Some of these
broadband packet switch architectures inclnde the Knockout. the Roxanne, the

Coprin, the Athena. the St. Louis, the Starlite, (he Noonshine, Turner's ISPN

switches and the Banyan based switches. These switches can he ela linto

three categories: the shared medium. the shaved memory ad the space division

architectures [§]. In this work. the ATM switeh fabric which uses space division
architecture is considlered.

An ATM switch consists of N input ports and N out put ports. Ench input port
is connected to every output purt by an interconnection network. Cells arriving at
the input ports are switched ta the requested output port by the intercomeetion
network. This is shown in Figure 1.4,

There are several interconnection networks reported in references (jand 10 OF

all these interconnection networks, the crossbar type is the simplest one, Figure 1.5
shows a crosshar interconnection network connecting inpt links to the out put links.

M

There are several factors involved during the evaluation of the cast of an

network [11], [12]. The cost of an ATM switeh fabric and henee the cost of an AT

network is mainly on the crosspoint complesity of the AT switeh fbric.

The cost of a switch fabric is directly dependent o its crosspoint complexity [11].




The erosspoint complexity of an X x \* crasshar i

8]. Due to the fact that
the crosspoint complexity of a crosshar switch is greater. multistage interconnection
networks (MINs) are heing cousiclered for use in AT switch fabries. The crosspoint
complexity of an ¥ x N MIN is of the order X' x log, . Furthermore nmai-packet
aceeptance is made possible at the output ports in certain MINs to increase their

thronghpnt performances.

14 Multistage Interconnection Networks

Most of the ATM switch fabrics are composed of a large number of identical
hasic building blocks or switching clements (SEs) which form a MIN. Complex SEs
have been used only in certain cases such as the Athena and the Roxanne switclies.
Most of the MINs employ very simpleself-routing SEs. Most of the N[INs considercd
for use in ATM switch fabrics employ Banyan networks [13] and enhanced versions
of the Banyan networks [14}{17]. The Banyan network is a MIN consisting of
log, \* stages of 2 x 2 SEs, with ¥ SEs in each stage and follow destination tag
algorithm for routing the packets. In the destination tag algorithm. the binary
representation of the destination of a packet is used to route the packet through
the network. If the routingg bit for a particular stage is 0. then the packet is routed
through the upward link. Otherwise. the packet is routed through the downward
link of the SE. The Banyan networks are unipath MINs since there exists exactly
one path between an input port and an output port. The Banyan networks suffer
thronghput limitations because of the low throughput of the 2 x 2 SE. Due to this
reason, enhanced versions of the Banyan networks are being considered for use in

the AT NI switch fabrics. These NIINs along with certain other MINs which are used



in conuccting multiprocessor systems are explained in the following seetions.
1.4.1 Batcher Banyan Network

The main drawback of the Banvan networks is that they

re infernally blocking

in the sense that two packets destined for two different ontputs may collide in one
of the intermediate nades. It las been shown that packets will not block within

the Banyan networks if the incoming packets are compacted and their destination

are ic and non-repeated [L1]. This is the basic idea Dehind the
BB network.
The BB network consists of a Batcher network followed by the actual Banyan

network. In an V' x .V BB network, the Batcher network is based on bitonic sorting

n

clements. whicli are arranged in log, .V x 12 stages with 2 such elements per

stage. An 8 x 8 BB network is shown in Figure 1.5. The fotal number of SEs in

a BB network is equal to 4 x ((log, .V')? + logg, ). A destination tag algorithm is

employed to route the packets within the Banyan networks.
1.4.2 2-Replicated 2-Dilated Banyan Network

The R2D2 networks are formed by dilation of cacli link in the Banyan network

followed by a replication of this dilated Banyan network. The duplicated links are

connected to the same SEs as those of the original links. The first stage SEs of

the 2-replicated 2-dilated Banyan networks are connected to multiplexers. The two

2-dilated Banyan networks are called as subnetworks A and B in this thesis. An
SE in an R2D2 network is referred as SE;jx where i indieates the layer number,

j indlicates the stage number and & indicates the row numb: An 8 x § R2D2

network is shown in Figure 1.6.



The incoming packets are fed to the multiplexers. The multiplexers then ronte

the packets to their respective destination through one of the fanlt-free 2-dilared

Banyan network. Faults in either of the 2-dilated Banyan netwi are notified to

the nmltiplexers. If a fanlt is located in one of the subnetworks. then tlie multipl

ers do not send any packets to that subnetwork, All packets are routed through

the fanlt-free network. There are exactly two paths between eacli input and output

port in the R2D2 netwark.
1.4.3 Extra Stage Cube Network

The extra stage cube (ESC) network [18], [19] is derived from the generalized
cube MIN [20) by adding an extra stage to the input side of the network along
with multiplesers and demultiplexers at the input and output stages. respectively
as shown in Figure 1.7. The last stage and the first stage liave a similar connection
pattern. Each of these stages can be enabled or disabled by the use of the available
multiplexers and demultiplexers.

Normally, the network will be set so that stage n is disabled andl stage 0 is
enabled. If a fault is found after running fault detection and location tests. the
network is reconfigured. A fault in a stage n switch requires no clange in network
configuration; stage n remains disabled. If the fault occurs at stage 0. then stage
n is enabled and stage 0 is disabled. For a fault in a link or in a switch in stages

n —1to L. both stages n and 0 are enabled.
1.44 Augmented C-Network

The Augmented C-network (ACN) [21] derives from the C-network., an " x .\

MIN having an arbitrary number of stages of § 2 x 2 crossbar switcles each.

6



Stages are numbered 0 to n — 1 from input to ontput. C-networks are networks

which satisfy the property that the SEs in every stage. except the last one. ean be

grouped into pairs such that cach pair is connected to a common pair of SEs in the

next stage. Such SEs are called as conjugates.

The ACN provides 2" distinct paths between any sonree and destination: ut

most of these paths are not disj

int. Routing in the ACN is predicated on o ronting
tay scheme existing for the particular base C-network. \When there are no fanlis
or when certain SEs are busy, the tag is determined and interpreted by the ACN
in the same manner as it would have been done in the base C-network. Otherwise,
the two proposed routing strategies utilize both the standard path and conjugate
path switches [21). An 8 x 8 ACN constructed from an Omega network [22] of the

same size is shown in Figure 1.8.
1.4.5 Merged Delta Network

An N x N merged delta network (MDN) results from cross-linking the corre-
sponding stages of C copies of an 3 x & delta network. The delta networks are a
class of networks that include the generalized cube network. An MDN denaoted by
C-MDN indicates explicitly the number of copies. The basic switch for the MDN
is a 2C x 2C crossbar, with log, .V/C stages. An 8 x 8 MDN with C=2 is shown
in Figure 1.9.

Routing in MDN is based on the delta network ronting procedure.  Ronting

information is initially passed to a non-faulty switch in stage 0. From there, each

switch in stage j forwards the information hy choosing with equal probability one
of the copies. If the selected switch is faulty, another copy is chosen. At stage n—1

the switch output is chosen to reach the intended destination.

T



1.4.6 F-Network

The F-network [23] is a 2" x 2” with n + 1 stages of \' = 2" switches each. that
are in general 4 x 4 selectors. An 8 x 8 F-network is shown in Figure 1.10. The
F-network can emnlate the structure of the generalized cube network. At each stage

oxeept the output stage, two different switches can be selected while maintaining

the same destination. A faulty or a busy switch is avoided by taking the alternate

path.
1.5 Motivation for this Thesis

The Banyan networks suffer throughput limitation due to their basic SEs which
are 2 x 2 switches. Even though the BB network is a nonblocking switch for
permutation traffic it is blocking under realistic traffic conditions. The throughput
of the BB is severely degraded under realistic traffic conditions. Moreaver. neither
the Banyan nor the BB networks possess any FT properties. All the MINs mention
in the previous section also have low throughput hecause they accept only one

packet at their output ports in each cycle. In order to be used as a switch fabric for

broadband packet switch archi MINs should possess high tl:roughput rate.

The throughput of the R2D2 and the BG networks is increased by increasing the
size of their SEs. This thesis work aims in evaluating the throughput performance
of the BB and the R2D2 MINs and the BG network [24]. Since it is difficult
to simulate the real time traffic conditions expected in Broadband Packet Switch
Architectures, the performance of MINs under certain well known traffic conclitions
are studied in order to estimate their performance under realistic traffic conditions.

If the switches are to be used in a remote environment, MINs considered for use

8



should be highly reliable. Apart from throughput performs
in this thesis are compared with respect to hardware complexity, FT and reliability,

in this thesis.
1.6 Thesis Organization

This thesis consists of six chapters. An introduction abont ATN and the ob-
jective of this thesis work were provided in previons sections. The BG network is
discussed in Chapter Two. The hardware complexity, fault tolerance and relinbil-
ity analysis, of MINs is presented in Chapter Three. Performance of NMINs under
certain uniform and non- uniform traffic patterns is presented in Chapter Four, Per-
formance analysis results of the BG network in the presence of SE fault is disenssed

in Chapter Five. Contributions of this thesis along with some recommendations for

future work in this area are presented in Chapter
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Figure 1.8: An 8 x 8 Augmented C-Network [2].
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Chapter 2

The Balanced Gamma Network

2.1 Introduction

Unipath and multipath MINs discussed in the previous chapter are heing ex-
perimented for use in the switch fabric of broadband packet switch architectures.
In this chapter, yet another multipath MIN called the BG network is introduced.

The BG network has multiple paths to route a packet from a source to a desti-
uation. Due to multiple paths in the network. packets can be routed through the
network even in presence of failures of some of the switching elements (SEs) in the
network. Moreover the BG network is capable of accepting up to four packets at
each destination during each cycle.

Section 2.2 discusses the structure of the BG network. The routing algorithm
followed in the BG network is presented in Section 2.3 followed by a summary in

Section 2.4.

2.2 Structure

The BG network [24] features 4 x 4 SEs and is derived by the enliancement of

the gamma network. An 8 x 8 gamma network [23] is illustrated in Figure 2.1. An
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' X N gamma network consists of one stage of 1 x 3 SEs, followed by log:

stages of 3 x 3 SEs and finally one stage of 3 x 1 SEs. Eacli stage of the gamma

network consists of \' SEs. The ith (0 < i leg X)SE in the jth (0 < j < loy

stage is connected to SEs i. (i +2/) mod N and (i =) mod N in the (j + 1)th
stage. The gamma network consists of twice the number of SEs in each stage as
that of the Banyan network for the same .\,

In case of failure of a SE in the gamma network, one of the non-straight links in

the gamma network can be considered as an alternative for the other non-straight
link and a re-routing algorithm can be developed to exploit this redundaney. How-
ever, the straight link does not have an alternative link and becomes the most
critical component. Hence the gamma network can be viewed as an unbalanced

network.

o link to each SE. This

The gamma network is balanced by adding an ex
additional link in an ith SE of jth stage will be connected to SE (i +2/H) maod X
in the (j+1)th stage. The SEs in the last stage of the gamma network ave replaced
by buffers to form the BG network. These buffers are designed to aceopt up to
four packets during each cycle. These buffers colleet the owtcoming data from
the network and feed them to the respective destinations. Similar to the gamma
network. the BG network consists of V' SEs numbered 0 to N = 1 in each stage and
n = loga N stages numbered 0 to n — 1. This network consists of 1 x 4 SEs in the
first stage and 4 x 4 SEs in the subsequent stages. A 16 x 16 BG network is shown
in Figure 2.2. Figure 2.3 shows a reconfiguration of the BG network that explicitly
shows its block structure and modularity. If the output buffers in Figure 2.3 are

replaced by concentrators, then this network is identical to the Kappa network (26].
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Each SE in the BG network is addressed as SE; (0 <i < N.0 < j < n) where i
indicates the SE number within a stage and j the stage number. Within the 4x4 SEs
the input ports are name« as input upper (IU). input upper middle (IUNI), input
lower middle (ILM) and input lower (IL). The output ports are named as output
wpper (OU), output upper middle (OUM). outpnt lower middle (OLM) and ontput
lower (OL). Each 4 x 4 SE, SE,,. is connected to SEs SE_j-1. SEimpm1 1.
SE;j-1, and SE, -1~ from the previous stage and to SEs SE;_s js1, SEij1,
SE;yj410 SEipara ji in the next stage as shown in Figure 2.4, Each SE SEj, -y in
the last stage is connected to the ontput buffers (=24, j+1), (i.)+1), (i+2/,j+1).
(i + 2+, j +1). The links connected to QUM and OLM are called normal links
and the links connected to OU and OL are called alternate links. Hereafter the
links connected to output ports OU, OUM, OLM and OL will be referred to as OU
link, OUM link, OLM link and OL link respectively.

2.3 Routing Algorithm

The BG network originally used a distance tag algorithm [24]. To enhiance
the fault tolerance properties of the BG network a reverse destination tag routing
algorithm has been proposed in this thesis [27]. In the reverse destination tag

routing algorithm, the routing tag for a cell to e routed from source S to destination

D is the binary ion of D. viz. dy—yd,-24, (. The SEs interpret the
tag in the reverse order, i.e., the SE in stage 0 switclies a packet bascrl on bit g,
SE in stage 1 switches based on bit ), and so on until the SE in stage n — 1 which

switches hased on bit d,—;. Each SE is associated with a value a given by the



formula

i P .
3] mod 2. @0

This value a is used in switching a packet at an input port of an SE in one stage

to the next stage. An SE SE;; routes a packet through the OUM link when a is (0

and the tag bit is 0, or when o is 1 and tag bi

is 1. and the OLM link when o is

0 and the tag bit is 1. or when a is 1 and the tag bit is 0. Packets

riving al the
input port of an SE are routed through the alternate links only if more than one
packet is to be routed through with the same tag bit or when the SEs connectod (o
normal links in the next stage are faulty. As there are four inputs coming into each
SE. it is quite likely that, in a given cycle, more than one packet may arrive at an
SE with a 0 (or a 1) as the tag bit. It is easy to see that up to 2 packets with the
same tag bit can be routed without any loss. If three or more inpnts require the
same output link, any two are arbitrarily chosen and the rest are dropped. [f the
cells from inputs are to be routed through the OUM link, then one cell is rounted
through the OUM link and the other is routed through the OL link. Similarly, if
two of the incoming cells are to be routed through the OLM link. then one is routed
through the OL) link and the other is routed through the OU link. The detailed
routing procedure is given in Appendix A.

An example of this routing algorithm is depicted in Figure 2.5 which shows the
path taken by a packet from source 7 to destination 12 in a 16 x 16 BG network,

The destination tag used for routing the packet is 12 in hinary which is 1100,

Figure 2.6 shows the routing of a packet from sonrce 7 to destination 12 in the

reconfigured 16 x 16 BG network. It can be noted that in the reconfigured BG

network, the upper two links of each SE are used for switching a packet with a 0
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tag it while the lower two links are nsed for switehing a packet with a 1 rag bir.

2.4 Simulation Program

relitectires

Iation of MINs for nse in broadbaud packer switeh

Research on ¢

lias been done for the past four years under the gnidance of Dr. Venkatesan in Fae-

ulty of Engineering and Applied Seience at Memorial University of Newfoundland.

As aresult of this endeavor, a software package. written in C++. was developed

to simulate several MINs and study their performance. This simulation program
was capable of simmlating the performanee of the Banyan. the R2D2 and the BG
networks under certain traffie conditions. The current work included modification
and enhancement of this software,

The simulation program consists of four main sections - network definition.
traffic generation, switching and results sections. The network definition section
defines parameters used by the program to simulate the network. The expected
traffic pattern is generated by the traffic generation part and then switched through

the network. Finally the results are calculated in the results section.

The new routing algorithm proposed for the BG networks has been implemented
in the simulation program. The program is now capable of simulating the perfor-
mance of the BB networks. Performances of the Banyan. the R2D2. the BB and
the BG networks wwder the the permutation. the lotspot, the community of in-

terest and the bursty traffic conditions, to be discussed in Chapter . have heen

either added to the existing program. or the existing software has heen modified to
include these. The failure of an SE in the BG network has also been simulated so

that the performance under failed components can be studied.



2.5 Summary

A multipath MIN, called the BG network featuring 4 x 4 switching dvinents has
heen presented in this chapter. Evolution, structure and properties of the BG
network are explained in detail. Symmetry and modularity of the BG network are
explicit in the reconfigured BG network. The routing algorithm followed in the BG

network is illustrated with the help of an example.
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Chapter 3
Properties of MINs

3.1 Introduction

MINs are being experimented with for use in broadband packet switch archi-
tectures. Some MINs along with their routing algoritim have been explained in
Chapters 1 and 2. There are certain properties of MINs that are to be consid-
ered for use in switch fabrics of the broadband packet switch architectures. These
properties of MINs are detailed in this chapter.

The hardware complexity (HC) of the MINs are explained in Section 3.2. The
FT properties of MINs are explained in Section 3.3 followed by their reliability

analysis in Section 3.4. Finally a summary is provided in Section 3.5.

3.2 Hardware Complexity

The MINs being experimented for use in switch fabrics of broadband packet
switeh architectures have to be finally implemented on hardware. Most of the
studies indicate the number of crosspoints required to implement the switching

network as proportional to the hardware cost [11]. So the
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With rapicl advancements in the VLSI technology, apreat deal of HC can be

implemented on a single chip. Here, the main foeus

ison he erosspoint compl

of the entire MIN instead of taking the number of chips wquired for hardw:

implementation of the network.

The HC of a network can be equated to the sum of the hardware compl, s of

the SEs of the MIN. The HC of an SE is also referred to as the erosspoint complexity

because it depends on the total number of connections between the input ports and

17

the output ports within an SE. The crosspoint complexity of the SEs can e found

by different methods [11], [33). One such method s

ates the HC to be equal to the

product of number of the input ports and ontput ports. This method hias been

chosen for calculation of HCs of MINs in this thesi

Primarily the MINs diseussed

in the previous chapters are made up of either 2 x 2 SEs or 4 x 4 SEs.

The crosspoint complexity of an 2 x 2 SE is equal to -+, This has heen illustrated

in Figure 3.1. Eacliinput port is connected to two other ontput ports within the S
Hence there are 4 connections within the SE and hence the erosspoint complexity
or the HC of an 2 x 2 SE is equal to 4. Similarly the erosspoint complexity of a

4% 4 SE is equal to 16 and is shown in Figure 3.2, Here, there are | input ports

connected 4 output ports and hence a total of 16 connections exist within the SE.

Although several researchers have proposed more complex measures for com-

puting the HC of an SE (for example, a scheme which give different weights 10
the number of crosspoints, the total number of inpnt and ontput ports, and the
fabrication technology), the most popular approach is to employ the erosspoint

complexity. Hence the choice here.
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3.2.1 Banyan Network

An ¥ x N Banyan network consists of log, N stages and 5 SEs in each st

The HC of an ¥ x V' Banyan network is calenlated to e

AY
HC(Banyan) =4 x T x log, N. (3.1)

3.2.2 Batcher Banyan Network

The BB network consists of a Batcher network to sort the incoming packets
followed by a Banyan network to route the packets, An .\ x .\" Batcher network

s of & x log N SEs in the Banyan network and § x £% Vi SEs in the

consist
Batcher netwark.

As discussed in Section 1. the BB is made up of 2 x 2 SEs. The sorting of the
packets by SEs of the Batcher network has to he done as fast as possible, while
the SEs of the Banyan network just check one bit to route a packet. In order to
match the speed of the Banyan network, the SEs in the Batcher network must be
at least log, AV times faster, which will be the time taken to compare log, .V bits.
Hence, unlike the HC of SEs in the Banyan network. the 2 x 2 SEs used in the
Batcher network have a slightly higher complexity than 4. The HC of the SEs of
the Batcher network is denoted by 4* indicating it to be slightly greater than that
of a normal 2 x 2 SE. These SEs must have extra hardware in order to compare all
the bits used for routing, in order to sort the packets.

The overall HC of the BB network is calculated to be

v oy v
HO(DD) = 4* x5 x 3. i+4x 5 xlog N. (3.2)
i=1
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3.2.3 2-Replicated 2-Dilated Banyan Network

An .\ x.V R2D2 network con: of two .\ x .\ Banyvan subnetworks. It also
contains N 1 x 2 multiplexers.
Since the multiplexers in the R2D2 network have one input and two outputs, the

HC of these can be equated to 2. Since the R2D2 network consists of two Banyan

networks. the overall HC of the R2D2 network is caleulated to be
HC(R2D2) = Nx2+2x4x % X log, V'
= 2XN X (1+2 xlog \) (3.3)
3.2.4 Balanced Gamma Network

An N x N BG network consists of 1 x 4 SEs in the first stage and - x | in

logy N — 1 stages: there are N SEs in each stage. The HC of the L x 4 SEs is equal

tod. As caleulated earlier, the HC of a 4 x 4 SE is equal to 16. Therefore the HC

of the BG network is calculated to he
HC(BG)=4x N+ 16 x N x (log, NV — 1). (341)

The HCs for different sizes of the Banyan, the BB, the R2D2 and the BG
networks are given in Table 3.1. It can be seen from Table 3.1 that the BB, the R2D2
and the BG networks have comparable HCs. Therefore these three networks have

been taken into consideration for comparison of their performances under different

kinds of traffic which can be expected in broadband packet switch architectures.
FT calculations and reliability analysis are also done mainly for these networks.
Comparison results of other existing networks which have been provided at certain

places are taken from available references.
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3.3 Fault Tolerance Properties

The MINs which are to be used in switch fabric of broadband packet switch
architectures are quite complex systems which must be highly reliable. The per-
formance of the network should not he affected by the failure of any of the compo-
uent(s) within the MIN which forms a part of the switch fabrics. FT is an essential
metric for comparison of the MIN's [28].

The SEs and the links hetween the SEs can be collectively termed as network
components. A fault — tolerant MIN is one that is able to route packets from
input ports to the requested output ports, in at least some cases, even when some
of its network components are faulty. A fault can be either permanent or transient.
Here, it is assumed that faults are alwavs permanent.

FT is defined only with respect to achosen fault tolerance model which has two
parts. The fault model characterizes all faults assumed to occur. stating the failure
modes (if any) for each network component. The fault tolerance criterion is the
condition that must be met for the network to be said to lave tolerated a given
fault or faults. Most of the MINs have the fault tolerance criterion satisfving the
full access property. A network is said to have full access property if a packet at
one of its input ports can be routed through the network to any of its output ports.
The fault tolerance morlel, the fault tolerance criterion and the fault tolerance
method used under coinponent failures to be used for the MINs discussed in earlier
chapters are given below. Any additional fault tolerance model specific for a MIN
is given under the section explaining the FT properties of that MIN.

Fuault tolerance madel
1. SE-faults are random and independent.
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X

SE-faults are permanent.

&

Each faulty SE is totally unusable.

=

The network is considered to have failed when the number and loeations of
the faulty SEs prevent the connection hetween at least one input and ont put

pair of the network.

All faults are detected 100%.

o

Fault tolerance criterion

The netwaork has to satisfy the full access property.
Fault tolerance method

There exists alternate route(s) between any input and output pair in case of
SE-faults.

A network is called single fuult-tolerant if it can function as specified by its FT

criterion despite any single fault conforming to its fanlt model. In general, if a

network can tolerate any set of i faults, then it is said to be i-fuult folerant. A
network that can tolerate some instances of 7 faults is said to be robust althongh

it is not i-fault tolerant.

3.3.1 Banyan and Batcher Banyan Networks

An .Vx.N BB network consists of an 2V x N Banyan network for ronting the packets,

a unipath MIN. Hence any

The Banyan network which is made up of 2 x 2 SEs i

component failure within the Banyan network will disconncet a path hetween one
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ar mare input-ontput pairs. Henee hoth the BB network and the Banyan network

are not fanlt-tolerant MINs. Similarly. all sorting elements are also critical.
3.3.2 2-Replicated 2-Dilated Banyan Network

Modifications to Fault tolerance model
1. The ontput buffers and multiplexers are highly reliable.
“ The links connecting last stage SEs with buffers are highly reliable.

An .V x .\ R2D2 network is a multipath MIN. Let the replicated Banyan net-
works e termed as subnetworks A and B. In the case of link failures packets can still
be ronted through the same network A or B. In case of SE failures, the multiplexers
have to be notified as to which subnetwork has failed. Therefore, depending upon
this, the multiplexer will route an incoming packet to the fault-free subnetwork.

All link faults in the R2D2 network are reported to the SEs to which they are
conneeted. Therefore in the case of a link fault. the SE will route a packet through
the alternate link when the regular link has failed. When m (1 < m < 4) packets
are to be routed for a particular tag bit value (0 or 1). and if one of the links
corresponding to that tag bit has failed. then arbitrarily m — 1 packets are dropped
and only one packet is routed to the next SE.

Figure 3.3 shows routing in an R2D2 network in case of link fault. The link
fault is indicated by a broken line. In this figure a packet from input port 0 is to he
routed to output port 1. Instead of taking the regular link at Stage 0. the packet
takes the alternate link because the regular link connecting SEs SEg g9 and SEy, o

is faulty. The failure of both the regular and alternate links connecting two SEs
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SE, jx and SE; ;14 will be considered as SE failure and will be reported o the
multiplexers.

R2D2 networks can tolerate up to N x log, .\ SE failures provided there

at least one path between any input-output pair. This happens in the case when
all the SEs of one of the subnetworks fail. This is shown in Figure 3. All SEs
within the block denote SE faults.

If a complex routing is followed in the R2D2 networks then it ean tolerate cortain

Iy the FT erit

SE faults in both the subnetworks and still ion. In this complex

routing algorithm, cach faulty SE has to report its failure 1o the mulliplosers.
multiplexers will route an incoming packet only through a fanlt-free path, if oue sueh
path exists. Checking for a fault-Tree path involves cliecking faulty SEs in the path
taken by the packet. Since this ronting algorithm is complex. and requires more

hardware, this lias not been proposed for the R2D2 network. This modification also

introduces some degree of centralized control which may not be desirable. With

level in VLSI technology this could be accomplished. I snch a routing
algorithm is followed for routing packets, the R2D2 network ean tolerate up 1o
e, all the

(¥x (logy V' — 1)) SE failures in each of the subnetworks. In such a

even SEs of stages 0 to log, .V — 1 in one subnetwork and all the odd SEs of stages 0

to logy N — 1 of the other. subnetwork must have failed or vice versa, There should

be no SE faults in the last stage. This is indicated in Fignre 3.3. All SEs within

blacks indicate SE faults. The failure of SEs, SE; g and SEix,, (j and k need not
necessarily be equal) makes the R2D2 network lose its FT eriterion. This is shown
in Figure 3.6 where SEs, SEyg,0 and SEyg,, of an 8 x 8 R2D2 network are fanlty.

Hence the network is single fault-tolerant.
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Romting of a packet in an R2D2 network nnder SE fault is shown in Figure 3.7.

The failure of the SE, SEg,p. in the R2D2 network is notified to the multiplexers

whicl have to route packets to that subnetwe “ch will route the packet throngh
the network. The R2D2 network is single fault-tolerant and robust under multiple

faults.
3.3.3 Balanced Gamma Network

Muodi fications to Fault tolerance model

. Faults can occur in any switching element (SE) except the SEs in the first

stage.

1o

The output buffers are highly reliable.

@

The links connecting the last stage SEs to the output buffers are highly

reliable.

An NV x V BG network is also a multipath MIN. In each stage of the BG network,
packets can be routed through two different paths. Similar to the R2D2 network,
link faults are notified to the corresponding SEs to which the links are connected.
If both the regular and alternate links for a specific switching bit from a SE SE;;
are faulty then this SE will inform this to the SEs in stage (j — 1) to which it is
connected. The connection pattern of a 4 x 4 SE was given in Figure 2.4. Failure
of an SE SE; ; is notified to SEs SEi_y j_1, SEi—p-1 j-1. SEiy-1, and SEipo-1 i)
of stage (j — 1).

There are certain pairs of SEs in each stage which are called as critical pairs.

Each SE forms a critical pair with two other SEs in the same stage. In the BG
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network each SE. SE;, forms critical pair with exactly two other SEs, SE, vy
and SE;_y, for 0 < j < n—1and with SE,p,, for j =n (Ifi+2 > \ then

(i+2) =(i+2) mod \).

Lemma 1 The failure of any of the critical pair SEs in the BG network will result
in the loss of full uccess property.

Proof : 1f the critical pair of SEs. SE;j and SE;y ;. fail in the BG network, then it
loses the full access property because, a packet oviginating at input port i cannot to
e routed to output port i through the BG nctwork. This can be secn from Figure 2.9
that the failure of certain puirs of SEs will result in loss of full aceess property for
the BG network. The fuulty SEs are enclosed within  hox. A packet originaling ul
input port i will be routed to either SEiy or SEiyay from SE SE,y. Al stage 1. this

packet will be routed ta cither SEiy or SEiyqa. Similarly the packe

will be: routed
till the last stage where it is routed to its final destination i cither from SE, .-y or

SEiyx

§.-1- This is depicted in Figure 3.10 for i=0, which shows all the paths that

can be taken by a packet from the input port 0 to the output porl 0 in « 16 x 16
reconfigured BG network.
It can be noticed that in euch stage a pucket is cither routed to SE,, (0 < j £

n = 1) or to another SE which forms a critical puir with SE,; at. that stage. So

if any of the critical pair SEs fuil. then a connection between one of inpul-ontput
pairs cannot be established. If the critical pair of SBs SE;j and SE,yz; fail. thn
« pucket cannot be routed from the input port i to the output port i if i < (i +2)
and a packet from the input port i + 2/ cannot he routed to the outpul port i + 27 if

i< (i+2),
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Lemma 2 Ther: are no other pair(s) of failures that can cause loss of full access
property for the BG network other than the critical puir failures.

Proof : Lemma 1 states that the failure of any critical pair of SEs in the BG network
will result in loss of full access property for the BG network. For a packet to b
routed through the BG network. the packet has to be routed thiough cach stage of the
BG network. A pucket will be routed from stage j to stage (j+1) M < j<n—=1)
if al least one of the two SEs to which it has to be routed in stage j+1 is fuult-free.
The two SEs to which « packet has to be routed from stage j to stage (j+1) ahways
Jorm a critical puir. Puckets arriving at the last stage will always be delivered to
their respective output ports because the output buffers and links of the last stage

are highly reliable according to the chosen FT model.

a

Theorem 1 Thc BG network will lose full access property if und only if any of the
critical puir of SEs fail.

Proof : Lemma 1 states that, the failure of any critical puir of SEs will result in loss
of full uccess property for the BG network. From Lemma 2. it can be observed that
the BG network will not lose its full access property due to failure of uny puir(s) of
SEs except the critical puir SEs.

o
Similar to the R2D2 network, all link faults in the BG network are reported to
the SEs to which they are connected. Therefore, in the case of a link fault, the

SE will route a packet through the alternate link when the regular link has failed.

When m (1 < m < 4) packets are to be routed for a particular (0 or 1) tag bit, and
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if one of the links corresponding to that tag bit has failed. then arbitrarily m - |

packets are dropped and only one packet is routed to the next SE. Figure 3,11 shows
routing in an BG network in the case of a link fault. The link fanlt is indieated by
a broken line. In this figure a packet from input port 0 is ronted to ontput port 1.
Instead of taking the normal link from SEp to SEj the packet takes the alternate
path and goes to SEa.

Routing of a packet in a 16 x 16 BG network under SE fault is shown in Fig-

ure 3.12. In this figure SEy 2 is faulty. This is notified to SEy ;. S, and

SEjy.1. Hence as shown in Figure 3.12 a packet arriving at SEy is ronted to SE,

because of SE fault at SEy». Each SE of the BG network in stage j forms critical

pair with two other SEs in the same stage j. The BG network can tolerate up 1o 5

SE faults in each stage. In total. the BG network can tolerate § x (n —2) SE faults
in the whole network. Figure 3.13 shows an 16 x 16 BG network having tolerated
maximum SE faults. There are two such combination of maximum SE failures in

the BG network : boxed and unboxed SEs in which the network pos: 5 the full

access praperty even after multiple SE failures. The failure of one or more eritical
pairs in the BG network causes loss of full access property. [t has a simple ronting
algorithm as SE faults in stage j are checked only in SEs in stage (j — 1) compared
to the multiplexers in the R2D2 network. The BG network is single fanlt-tolerant

MIN and robust under multiple faults.

Having studied the FT properties of certain MINs. a comp: nof these proper-

ties with the hypothetical network and other networks described in [28] wonld give a

better understanding of the discussed MINs. This hypothetical fanlt-tolerant MIN

is assumed to have the following ideal engincering characterist
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Fault model - any network component can fail, and failed components are

nnnsable,

~

FT criterion - full access.

&

Routing complexity - low as network discussed in [28].

=3

. HC - low as any network discussed [28].

FT capability - single fault-tolerant and robust with respect to multiple

@

faults.

Table 3.2 shows a summary of FT information for the networks discussed in [28]

along with the networks discussed in this section.

3.4 Reliability Analysis

MINs being idered for use in 1 ion switch fabrics,

apart from having high throughput performance, must also be highly reliable as
they would be nsed in real-time communication networks. For real-time systems
the principal concerns are time-dependent reliability and the mean time to failure
(MTTF) [29].

The reliability of a component, or a system, is the conditional probability that
the component operates correctly throughout the interval [to, t] given that it was

operating correctly at time to [30]. Exact reliabi

analysis of a complex system
is complicated even under simplifying assumptions such as perfect coverage and no
repair [31]. The reliability analyses of several MINs have been reported in [31]-[41].
There are three basic forms of connections, and consequently tlhree main reliabil-

ity measures are computed for MINs [37). These are the terminal reliability, the
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broadcast reliability and the network reliability which are explained in subsequent

sections. The MTTF whicl specifies the quality of a system is the expeeted time
that a system will operate before the first failure oceurs. The two fignres which are

usually caleulated for MINs are the input-ontput MTTF and the network MTTEF.

For the reliability analysis, the following assumptions are macle.

The SEs in the first stage in case of the BG network and the multiplexers in

the case of the R2D2 network are highly reliable.

S

The output buffers are highly reliable.

All SEs which can fail have an identical and constant failure rate of A, and

-

SE failures are statistically independent.

£

SE faults are permanent and cach faulty SE is totally unusable,

Without loss of generality, we consider only SE failures. Failures of a link

o

connecting two SEs SE;; and SE; j41, can be considered as SE failure of
SEijs.

As mentioned in the earlier section both the Banyan and the BB networks are
non-fault tolerant network and therefore the reliability analysis has been done only
for the R2D2 and the BG network.

3.4.1 Terminal Reliability

Terminal reliability (TR) is the probability that there exists at least one fanlt-

free path from a particular input port to a particular output port. TR is always

associated with a terminal path (TP) which is a one-to-one connection hetw

an input port (the source) and an output port (the destination). A network is
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considered failed if it is not able 1o establish a connection from a given sonrce
to a given destination. TR is normally used as a measure of the robustness of

a communication network [33]. The set of paths in a network between a given

input-ontput pair is represented as a directed graph. sometimes referred to as the
redundaney graph (or R-graph) [42]. with its vertices representing the SEs and the
wddgges representing the connecting links. This R-Graph is used to determine the TR

of anetwork. Here the reliability of each SE is assumed to be p where p is given by

(3.3)

3.4.1.1 2-Replicated 2-Dilated Banyan Network

In the R2D2 network. there are exactly two distinet paths between each input-
ontput pair. Decisions are made at the multiplexer stage to route the incoming
packet through one of the paths. After the multiplexer stage each SE in the TP has
to be fault-free. The R-graph for an ¥ x .V R2D2 network is shown in Figure 3.14.
From the R-graph it can be noted that there are only two paths from a given input

port to a particular output port. There the TR of the R2D2 network is given by

TR(t) =

—(=p" (3.6)

3.4.1.2 Balanced Gamma Network

In the BG network, a packet has an option of being routed through either the

regular or the alternate link at each stage. The R-graph of the BG network is not

the same for each input-output pair and is d lent on the destination. Certain
input-output pairs use only a pair of SEs in each stage of their TPs and hence have

a lower TR than the other pairs which use more than two SEs at certain stages.
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The TR of an input-output pair is the lowest when the leas

significant [4] tag
bits are identical. Therefore. the number of former input-ountput pairs decreases
with an increase in the size of the BG network. While Figure 3.13 shows the R-
graph corresponding to a destination in a 16 x 16 BG network having the best TR,
Figure 3.16 shows an example of the worst case. Figure 3.17 shows the R-graph of

a general N x N BG network having the worst case TR. At each stage one of the

critical pair of SEs has to be fault free and there are n — 2 such stages for a TP,

Therefore, the worst case TR of the BG network is given by

TR(t) = (1 = (1= p)*)"~*, (3.7)

where p is the reliability of each SE in stages 1 to n-1 which is equal to o=,

Due to rapid ad in VLSI technology (SE) failure rates of
107Y failures/hour (or better) are quite realistic. The worst ease terminal reliabili-
ties of the R2D2 and the BG network for 10 years, assuming a failure rate of A =

107Y, are given in Table 3.3. The exact terminal reliability of the R2D2 and the BG

networks are obtained by multiplying the figures in the table by the reliabilities of
the components which are assumed to be fanlt-free, viz., the SEs in the first stage,
the destination buffers and the links connecting the last stage SEs to the huffers
in case of the BG network and the multiplexers, destination buffers anc the links
connecting the last stage SEs to the buffers in case of the R2D2 network. From
Table 3.3 it can be concluded that the BG network has better TR than the R2D2

network. It is also to be noted that the TR of both these networks decrenses with

an increase in the size of the network. This is due to the fact that larger networks

have more SEs and hence the probability of failure of SEs in these network is more.
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3.4.2 Broadcast Reliability

Broadeast reliability (BR) is the probability that at least one path exists from a par-

tienlar input port to all the output ports. BR is always associated with a broadeasr

path (BP) which is a connection from one source to all destinations in the netwe
BR is nsually referred to as the source-to-multiple terminal (SNT) reliability [33].
Under this eriterion, the network is considerad failed when a connection cannot be
made from a given input port to at least one of the output ports. For hoth the
R2D2 and the BG networks, broadcast capability can be obtained by having a copy
network [11] in order to make ' copies of an incoming packet having routing tags
corresponding to each of the outputs. These :V copies of the incoming packet have

to be buffered in a quene and supplied to the corresponding input port.

3.4.2.1 2-Replicated 2-Dilated Banyan Network

The BR for each input port is identical in the case of the R2D2 network and
thercfore the R2D2 network has a uniform BR. The BR. R-Graph for an 8 x 8
R2D2 network is shown in Figure 3.18. In the R2D2 network there are exactly
two BP for each input port due to the replication. All SEs in the BP in each
of the subnetworks of the R2D2 networks have to be reliable in order to establish
broadeast connection. The BR R-Graph of the R2D2 network shown in Figure 3.18.
It can be seen that all the SEs in the BP lave to be fault free and there are 2 such

BPs. Therefore, the BR of an V' x .V R2D2 network can be expressed as

n=1 2
BR(t)=1— (1 -II»r ) . (3.8)
i=0
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3.4.2.2 Balanced Gamma Network

The BR for each inpnt port of the BG network is also identical as in the case of the

R2D2 network and therefore the BG network has a uniform hroad

treliability.

The broadeast reliability R-graph for 2

8 x 8 BG network is shown in Figure 3.19.
The equivalent reduced broadeast reliability R- graph for an 8 x 8 BG uetwork
is given in Figure 3.20. Each of the composite nodes in Figure 3.20, shown by
a double circle. represents a pair of SEs in the network: the edge between two
composite nodes indicates the set of edges between any one of the SEs in the first
composite node and any one of the SEs in the second. From the broadeast reliability
redundancy graph shown in Figure 3.20. the broadcast reliability of an .V x .V BG

network is

n-1
BR(t) = JT(1 - (1= p)*)*. (3.9)
i=1

The BRs of the R2D2 and the BG network for 10 years assuming a

ailure rate
of A = 107% are given in Table 3.4
As in case of the TR, the exact BRs of the R2D2 and the BG networks are ob-

tained by multiplying the figures in Table 3.4 by the reliabilitics of the components

which are assumed to be fault-free, viz., the SEs in the first stage, the destination

buffers and the links connecting the last stage SEs to the buffers in case of the BG

network and the multiplexers, destination buffers and the links connecting the last

stage SEs to the buffers in case of the R2D2 network. It can be seen from Table
that the BR of the R2D2 is very low when compared to that of the BG network.
BRs of the R2D2 for network sizes of 512 and 1024 have not been provided as they

are of very low values.
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3.4.3 Network Reliability

Network reliability (NR) is the probability of maintaining full access capability
throughout the network. Full access property is defined as the property of network
to establish connection between each input-output pair. This measure considers the
tolerable average number of switch failures [35]. NR is associated with network path

(NP) which is a many-to-many connection, linking sources to many destinations.

3.4.3.1 2-Replicated 2-Dilated Banyan Network

According to the routing algorithm of the R2D2 network cliscussed in Section 1,
one of the Banyan subnetworks of the R2D2 network has to be completely fault-free
in order to establish connections between every input-output pair in the network.
Therefore all the SEs in one of the subnetworks have to be fault-free for the R2D2
network to have full access property at a particular time t. Therefore the NR of

the R2D2 netwi

is given by
NR(t)=1— (1 = pFloa ¥y, (3.10)

3.4.3.2 Balanced Gamma network

The BG network loses full access property only when one or more critical pairs fail.
Considering all the possible combinations of critical pair failures, we arrive at the

NR of the BG network as
™ .
NR(t)=1-3% F x (1= p) x p™, (3.11)
=

where,



TN = N x (n—1)- Total SEs in the BG network exeluding the SEs of the first
stage.
F; - Total possible combinations of failure of i SEx cansing the BG network (o

lose full access property where 2 < i < TN

As .V increases the caleulation of F, becomes a very tedions process. The oval-
nation of NR of a network is known to be an NP-hard problem [36]. Using Equa-
tion 3.11. with a failure rate of A = 107%, the NR for an 8 x 8 BG network is given

by

W
NR(t)=1=3F x (1= p) x p'"~" =0.922639 (3.12)
=

One alternative approach is to develop approximate methods as the one given

in (36].

For the BG network to retain full access, none of the critical pairs can be fanlty.
Both the SEs in any critical pair are always located within a stage of the nefwork.
Therefore, each stage of the BG network has to be reliable for the BG network
to be reliable. Stages 1 to (n — 2) are identical as they have .V critical pairs and

s0 each of them has the same reliability; stage (n — 1) has only § eritical pairs
and so has a different reliability. Since the reliability of each stage of the BG
network is independent of other stages, the NR of the BG netwerk is the produet
of reliabilities of the each stage in the BG network. The stage reliability (SR) of

stage i, (ie{1.2,...,n — 2}) is given by

N
SR(t) = Y INF; x (1=p) x p¥~. (3.13)
i=0
and the reliability of the last stage (LSR) is given by
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N
LSR(t) =3 LNF, x(1=p) xp¥~". (3.14)
=

where [NF, and LXF, indicate all possible combinations of i SE failures in the
intermediate stages and in the last stage respectively. which do not make the BG

network lose full aceess. The NR of the BG network is given by

NRi(1) = SR(t)"* x LSRIt). (3.13)

The NR of the BG network given by N'Ry(t) is slightly less than the actual NR
of the BG network because Equation 3.135 does not take into account the different
possible combinations of SE failures in the overall network. The difference in NR
given by Equation 3.11 and Equation 3.15 is 8.13574 x 10~! for an 8 x 8 BG
network. The computation of JN'F; and LYF; is cumbersome for larger values of
. Moreover, the values of IN'F, and LY F; for i=0 and 1 have a major contribution
to the values of SR and LSR respectivelv, Therefore we truncate the values of LR

and SR at i = 4 and get the NR Jower bound of the BG network as

3 -2
NRiow(t) = (Z INFixp¥=ix (1 —p)') x
=1

3
( LNFjxp¥d x (1 —m/) (3.16)
=1

The computation of F; is even more complex than IN'F; and LY F;. The values

of Fy and F3 constitute the major factor in Equation 3.10. Therefore, the upper

bound of NR obtained by approximating NR given in Equation 3.10 is

3
NReplt) =1=3 Fix(1=p) xp™
=1

(3.17)




The general expressions for INF,. LYF; and F, used in N Byow(0) and N Rp-plt)
are

INFy = 1

INF, = X

INR, = YC-N

INF, = YC3=-Nx(N=-3)

LNR = 1

INF, = X

LNR = -"c,—%
LNFy = »"Ca-‘—:ix(.\'-'z)
B = .\'x(n—z)+§
= .\'x(.\'—3)x(n—2)+’?\.x(.\'—2)+

.\‘*x(n—?)’+% x N x(n=2)*

For an 8 x 8 BG network the values of NR(t). N Riow(t). and N Rp:p(t) are
NR(t) = 0.92263944
NRiow(t) = 0.92182587

NRyp(t) = 0.94496154

It can be clearly seen that the NR of an 8 x 8 BG network is closer to the lower

bound than to the upper bound.



Assuming a failure rate of A = 107" the NR for different sizes of the R2D2

network is given in Table 3.5 and the lower and upper bounds of NR for the BG
networks of different sizes are given in Table 3.6.

It can be seen from Tables 3.5 and 3.6 that the NRs of the R2D2 and the BG
networks drop down with an increase in the network size similar to their terminal

and broadeast reliabilities. Since NR lhas been shown to be closer to the lower

boun, it can be concluded that the NR of the BG network reduces to quite low
valnes with an inerease in the network size.

Since the values of NR of the R2D2 networks of sizes greater than G4, the lower
bound of the BG networks are nearly zero and those of the upper bound of the BG
networks are one for N > 128. these values have not heen included in the above
table.

The lower bound N Riow(t) values of the BG network suggest the the BG
network to be more more reliable than the R2D2 network. Larger size BG networks

hibit higher reliability than those of similar size R2D2 networks. It should also

be noted that the actual value of NR would be much lower if we take into account
the network components which have been considered to be fault-frec during this
analysis. However, NR gives the probability that full access is never lost over a

period of ten years assuming no repair is possible.
3.4.4 Input-Output MTTF

The input-output NM'TTF is the expected time a network will be functional before

the failure of at least one of its terminal paths. It is given by the formula



MTTFr = A” TR, (318

3.4.4.1 2-Replicated 2-Dilated Banyan Network

Substituting the TR(t) of the R2D2 network given in Equation 3.6, the input-ontput
MTTF for the R2D2 network is caleulated to he

MTTFr= /“m 1= (1= p¥ )1, (3.19)

3.4.4.2 Balanced Gamma Network

Similar to the input-output MTTF of the R2D2 network, the input-ontput \NTTF

for the BG network is calculated as

MITFr = /”(1 — (1= ey, (3.20)
o

The input-output MTTF for different sizes of the R2D2 and the BG networks
are given in Table 3.7.

It can be noted from Table 3.7 that the input-output MTTE of the BG network
is nearly twice than that for the R2D2 network. It can be coneluded that, if t is the

expected time that the BG network will be successful in establishing any terminal

connection before it is unsuccessful in one or more such terminal conneetions, then

4 is the corresponding expected time for the R2D2 network.



3.45 Network MTTF

The network MTTF is the expected time a network will be functional before it

Tosess the full access property. The network MTTF for the BG network is given by

MITFy = A = NRityir. (3.21)

3.4.5.1 2-Replicated 2-Dilated Banyan Network

Substituting the NR(t) of the R2D2 network given in Equation 3.10 in Equa-

tion 3.21, the network MTTF for the R2D2 network is calculated to be

MTTFy= /0 1= (1 = pi o ¥y, (3.22)

3.4.5.2 Balanced Gamma Network

Sinee the exact NR of the BG network isdifficult to compute we use the lower hound
given in Equation 3.16 as this is almost certainly closer to the exact NR than the
upper bound given in Equation 3.17. Substituting this lower bound expression in

Equation 3.21 we have

~ (3 . A2
MITFyow = [ (ZI.\'F. Xp""xu—p)') x
&

3
(Z LXF;x p x (1= p)’) dt (3.23)
=0
(3.24)
The network MTTF for different sizes of the R2D2 network is given by Table 3.8
and the network NMTTF lower bound for various sizes of the BG network are shown
in Table 3.9. A failure rate of A = 10~ kas heen assumed in calculating the values

given in Tables 3.8 and 3.9. It can be seen from Tables 3.8 and 3.9, that for N=
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1024, the BG and the R2D2 networks lose their full ace

property in aromud 2
months and 12 days respectively. Therefore, if repair is not possible, vach SE of
the large sizecdd R2D2 and BG networks should have very low failure rates, say of

the order of 107",

3.5 Summary

The HC. FT and reliability of the MINs have heen studlied in this chapter. The
three MINs - the BB, the R2D2 and the BG networks were fond to he of compa-
rable HC. The Banyan and the BB networks are wnipath networks and therofore

do not possess any FT properties. The R2D2 and the BG networks were found

to be single fault-tolerant and robust under multiple faults. Reliability ana
of the R2D2 and the BG networks showed that the BG network had better ter-
minal. broadcast and network reliabilities due to the existence of multiple paths
between each input-output pair within the network. The reliability of these net-
works reduced cousiderably with increase in size. Even though the R2D2 and the
BG network are more reliable than the Banyan and the BB netwarks, they have
to have higher reliability measures in order to be cansidered for nse in broadband
packet switch architectures. In order to have higher reliability, either the reliahility
of the basic network components has to be increased or repair has to be possible.
Since the BB. the R2D2 and the BG networks e of comparable hardware com-

plexities. performance study of these networks under different traffic patterns will

give a better idea of how well the hardware has been utilized. Next chapter studies

the performance of these networks under certain traffic types.

o
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Figure 3.1: Crosspoint complexity of an 2 x 2 SE.

Figure 3.2: Crosspoint complexity of an 4 x 4 SE.
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Figure 3.3: Routing in R2D2 network in case of link fault.
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Figure 3.4: An 8 x 8 single-fault tolerant R2D2 network with maximum SE faults.
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Figure 3.6: An 8 x 8 R2D2 network losing full access property due to SE faults.
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Figure 3.7: Routing in R2D2 network in case of SE fault.
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Figure 3.8: Connection pattern for an SE in the BG network.
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Figure 3.9: Loss of full access property by the BG network due to SE faults.
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Figure 3.12: Dynamic rerouting in an 16 x 16 BG network in case of SE fault.
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Figure 3.14: TR R-Graph of an .\ x .\ R2D2 network.

13

Figure 3.15: R-Graph of a 16 x 16 BG network having best case TR.



Figure 3.16: R-Graph of a 16 x 16 BG network having worst case TR.
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Figure 3.17: R-Graph of an N x N BG network having worst case TR.
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Figure 3.19: Broadcast Reliability R-Graph of an 8 x 8 BG network.
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Figure 3.20: Reduced Broadeast Reliability R-Graph of an 8 x 8 BG uetwork.

Network | Banyan BB R2D2 BG
Size Network Network Network | Network
2 4 4T+
4 16 24+ +16
8 48 96+ +48
16 128 3207 +128
32 320 960* + 320
[} 768 2688* + 768
128 1792 T168* +1792
256 4096 18432F + 4096
512 9216 460007 +9216
1024 20480 112640% + 20480 164352

Table 3.1: HC of MINs for varying values of N
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Table 3.2:

Fault Fault- Routing Hardware Fault-
Network Model C i Co
Criterion Capabili
Extra As Same Comparable Slightly Comparable’
Stage Cube strict greater
Augmented As Sawe Comparable: Much Comparable
C-network strict complexity hidden greater
in switch
Merged Less Same Comparable: Much Greater
Delta strict complexity hidden greater
in switch
Fonetwork Toss Same Comparable Slightly | Comparable
strict greater
BG network | Shightly Same Comparable. Greater | Comparable
less strict complexity hidden
in switch
R2D2 network Less Same Comparable, Greater Comparable
strict complexity hidden

in switch

Comparison of properties of MINs with the hypothetical network and other networks discussed in [28].




Network Size | R2D2 Network | BG Network
4 0.974140 0.992956
8 . 0.983962
16 0.979017
32 0.874069 0.972121
[ 0.832709 0.965273
128 0.789675 0.95817
256 0.74593+4 0.951723
512 0.702240 0.945019
1024 0.659172 0.938362

Table 3.3: Worst case terminal reliabilities of different
BG network.

s of the R2D2 and the

Network Size | R2D2 Network | BG Network

4 0.946527

8 0.789675 0.958474

16 0.464910 0.903776
32 0.127723 .808913
64 0.007975 0.645155
128 2.925E-05 0.410382
256 3.9E-10 0.166049
512 - 0.027185
1024 - 0.000729

Table 3.4: Broadcast reliability for different sizes of the BG network

=
ot



Network Size | Network Reliability
1 0912525 |
3 0.576516
16 0.117339
32 1.8 E-03
64 9.3E-08

Table 3.5: Network reliability for different sizes of the R2D2 network

Network Size | NRiow(t) | NRyp(t)
1 0.085962_| 0.986012
3 0.921826_| 0.944962
15 0.727123_| 0.971385
32 0.199360 | 0.999811
6 1.637E-06 | 1.000000 |
128 7.27E-19 | 1.000000

Table 3.6: Network reliability bounds for different sizes of the BG network



Network Size | R2D2 Network | BG Network
4 1.500000
8 . 0.916667
16 0.373000 0.700000
32 0.300000 0.582143
[} 0.250000 0.506349
128 0.214286 0452742
256 0.187500 0.412421
512 0.166667 0.380760
1024 0.150000 0.333094

Table 3.7: Input-Output MTTF (in 109 hours) for different sizes of the R2D2 and
the BG Networks.

Network Size | MTTFy (in 10° hours)

4 0.373000

8 0.123000

16 0.046875

32 0.018750

64 0.007813

128 0.003348

256 0.001465

512 0.000651
1024 0.000293

Table 3.8: Network MTTF for different sizes of the R2D2 network.
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Network Size | MTTFx_;ow (in 10° hours)
4 0.916667
8 0.315664
16 0.136992
32 0.063382
64 0.029908
128 0.014223
2356 0.006795
312 0.003258
1024 0.001568

Table 3.9: Lower Bound Network MTTF for different sizes of the BG network.



Chapter 4

Performance of Multistage
Interconnection Networks

4.1 Introduction

Throughput performance of MINs is one of the major aspects to be researched
for their use in broadband communication switch fabrics. This chapter discnsses the
performance of MINs discussed in earlier chapters, under uniform and non-uniform
traffic patterns. All packets arriving at an input are assumed 10 he switched during
the same cycle. It is also assumed that there are no network compouent failures
within the MINs.

Performance of MINs is mainly hased on the extent of blocking within MINs.
Throughput and cell loss rate are the main parameters of importance in performance
analysis of MINSs for use in switch fabrics of broadband packet switch architectures,
In this thesis work performance analysis of the MINs has heen done without buffers,

Throughput of a MIN is defined as the ratio of total number of delivered packets
to the total number of incoming packets over a given period of time. If tolal.input
packets are the packets which are fed to the MIN and total_output cells are the pack-

ets delivered to the destinations during a given period of time ¢, then. throughput
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Throughput = total_output [total _inpui. [ERY

Cell loss rate is defined as the ratio of total number of lost packets to the total

number of incoming packets over a given period of time, If fatal Jost packets denotes

the total packets lost within the MIN and fotal_input packets are the packets which

are fed to the MIN over a given period of time £, then the cell loss rate s given hy

Cell loss rate = total_lost [tolal_input.

In case of MINs without buffers the cell loss rate is also given by

Cell loss rate = 1 = Throughput.

Section 4.2 discusses blocking in MINs. Section 1.3 explains about the expeceted

traffic patterns in B-ISDN. Performance analysis of MINs wnder uniform tra

patterns - permutation traffic and uniform random traffic patterns

are explained in

Section 4.4, The perf of MINs under iform traffic types  hotspot
traffic, community of interest traffic and bursty traffic are explained in Section 4.5,

Finally, a summary is provided in Section 4.6.
4.2 Blocking in MINs

Blocki..5in MINs is defined as failure to satisfy a conection requitetent, Based

on thiis property networks can be classified as strict sense nonblocking, wide «

and blocking networks [43].
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A network is said to be nonblocking in the strict sense or strict — sense

nonblocking if any desired connection hetween unused ports can be established

immediately without interference from any arbitrary existing connections.

A network is said to be nonblocking in the wide sense or wide—sense nonblocking

if any desired connection hetween two unused ports can be established immediately
withont interference from arbitrary existing connections. provided that the existing
connections have heen inserted using some routing algorithm, If the algorithm hes
not been followed, some attempted connections may be blocked.

A network is said to be rearrangeable or rearrangeably nonblocking when a
desired connection hetween unused ports may be temporarily blocked, but can he
established if one or mere existing connections are rerouted or rearranged.

A network is said to be blocking if there exist connection sets that will prevent

some itional desired ions from being 1 between unused ports,

cven with rearrangement of the existing connections.
It should be noted that the above terminology deals with the ability of the

networks to make i ions which is ined in Section 4.2.1. The

BB network is a wide-sense non-blocking network, while all other MINs explained
in previous chapters are blocking networks.

The throughput of a MIN is mainly degraded due to two kinds of blocking
within a MIN. They are internal blocking and output contention blocking.

The internal blocking can occur within an SE at any stage other than the input
stage and the output stage of a MIN. For example in a Banyan network, when two
incoming packets to an SE, SEij (j is any stage other than first or last stage). are to

have the same tay bit for switching, then one of the packets is dropped arbitrarily.
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This constitutes loss of packets and hence degradation of the throughput of the
MIN. In general. if p incoming packets to an SE have the same routing tag. and
the SE has q output links for that routing tag (p > ). then p = g packets will he
dropped. An example of internal blocking in an 8 x 8 Banyan network is shown in

Figure £.i. In this figure two packets from input ports 0 and 6 need to be rowted

to catput »orts 6 and 7 respectively. Internal blocking ocen mmbered 2 at

stage 1.

Packets are also lost duc to output contention blocking in a MIN. When p
packets are at the output of a SE S E;astarage ancl if the destination ean accept only
q packets (q < p) during a cycle, then arbitrarily p— q are dropped of the p packets

at the output of SEs of the last stage. This is known as ontput contention blocking,

An example of output contention blocking in an 8 x 8 Banyan network is shown in
Figure 4.2. In this figure two packets from input ports 0 and 3 have to he routed
to output port 7. Since only one packet can be accepted in one eyele one of the

packets is dropped.

4.3 Traffic Patterns in B-ISDN

When voice, video, data and other payloads are carried in an integrated net-
work, different types of traffic can be expected. Although it may not he possible to
exactly simulate realistic traffic patterns, study of MINs under certain traffic pat-

terns may help in understanding their performances under realistic traffie patterns.

Performance analysis of ATM networks has been reported in

(44).

ences [13) and

The traffic patterns expected in b can be

1 packet switch
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ified as nniform traffic patterns and non-uniform traffic patterns. The following

two seetions will explain about these traffic patterns in detail.

4.4 Uniform Traffic Patterns
The two main uniform traffic patterns which are being studied are permutation
traf fie and uniform random traf fie. In the previous chapter it s heen shown

that the BG network, the BB network and the R2D2 network have comparable

Lardware complexities. A comparison of the performances of these MINs will enable
us to understand how well the hardware has been utilized. The following sections
give a comparison of the performances of the BB network, the R2D2 network and

the BG network.
4.4.1 Permutation Traffic

The permutation  traf fic pattern refers to the case where the output ports
requested by packets arriving to the switeh in the same time slot are distinct from
one another. It is referred to as permutation traffic because, at full load, the list of
requested destinations ordered by input lines forms a permutation of the set (0, 1,
oo N-1).

The amount of internal blocking in the MINs is distinctly visible under permuta-
tion traftic pattern. In the case of permutation traffic. at full load, only one packet
is dlestined to each destination. So packets will be lost only due to internal blocking

in the network and not due to output contention at a particular destination.

4.4.1.1 Banyan and R2D2 networks
Both the Banyan and the R2D2 networks do not have 100% throughput under
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permutation traffic patterns as they do not have n

nflicting paths for

combinations of permutation traffic. Hence they are ealled blocking networks.

4.4.1.2 Batcher Banyan network

In the BB network. the incoming packets are sorted by the Batcher network, in

cither ascending or descending order based on their destinations. Due to this, pack-

ets are P 1 and they are ically i ing or dect I i

ing dey 3

on the sorting employed. Then a perfect shuffle of these packets is done and given

to the Banyan network. It has been shown that non-conflicting paths exist hetween
each source and destination and hence the throughpnt of the BB network is always

1 under permutation traffic pattern [11] .
4.4.1.3 Balanced Gamma network

Due to the connection pattern of BG network, stage 0 and stage 1 of the BG

network are nonblocking for any kind of traffic. Under permutation traffic

Lage
(n —1) and stage (n — 2) are also non blocking. Hence an ¥V x .V BG network is
nonblocking under permutation traffic, if and only if V < 16. The BG networks
suffers cell loss for networks of size .V > 16. These properties are in the following
Lemmas and Theorem 1.

Lemma 1 Stage 0 of an N x N BG network is non-hlocking.

Proof : Stage 0 of the BG network consists of 1 x 4 SEs. Bach SE can receives
only one packet per cycle. This packet can be routed through onc of the regular links
based on the switching bit. The alternate links at stage 0 are provided for T and

modularity.



Lemma 2 Stage 1 of an N x N BG nctwork (N > 2) is non-hlocking.

Proof : All SEs at stage 1 hane four input links and four output links.

The pacl

arviving al stage 0 are routed through the regular link to stage 1. Therefore any SE
at stage 1 can at most receive two packets from stage 0 through the regular links.
At any stage of BG network, packets urc lost if and only if more than three packets
have: the same: tug bit for routing to proceed to the neat stage. Since the mezinmum
number of incoming packets at stage 1 is only two there can be no loss of packets
at this stage. When both the incoming packets to a SE at stage 1 have the sume tag
bit, one of them will be routed onto the regular link and the other onto the alternate

link.

a

Similarly it can be shown that an N X X' network, having similar connection
patterns as that of the BG network, constructed of & x & SEs( .\ and & are powers

of 2), will have its first log,k stages non-blocking for any kind of traffic.

Lemma 3 Stage n—1 of an N x N BG netuwork is non-hlocking under permutation
traffic.

Proof : Duc to the connection pattern of the BG network, any SE in the (n — 1)th
stage is connected to ezactly two outputs. Moreover any two SEs separated by
distance N'/2 are connected to the same pair of outputs. Suppose we have two SEs
SE1 and SE2 scparated by a distance N/2, and if SE1 is connected to a particular
output D for tag bit 0, then SE2 will be connected to the same output D for tag

it 1 and vice versa. Under permutation traffic each output receives exactly one
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pucket in cach cyele. Therefore, any SE in stage n-1 will not receive more than two

packets.

a
Lemma 4 Stage n =2 of an N x N BG network(N > 2) is non-blocking under
permutation traffic.

Sketch of proof : Due to the conncetion puttern of the BG network. any SE in stage

n =1 is connected to only two outputs. Any two SEs at. stage n

parated by
distance N'/2 are connected to the same pair of SEs in stage n — L. Lot us assume

that we have two SEs SE1 and SE2 scparated by a distance

2 in stagen — 1. Let
these be referred as SEiu_y and SE;yxjzu-1. Duc to the connection pattern of the
BG network, two incoming links for SE,,_ from stage n =2 are from SBs SE, -
and SEyy xjaa-z which are separated by a distance N2 at stage n — 2. Similarly
two incoming links for SE;yxya,-1 from stage n =2 are also from the sume SBs

SEin-2 and SEiyxjan-y. This is shown clearly using a 16 x 16 BG network in

Figure 4.

Here the two SEs selected are 7 and 15. These two SEs are chosen arhitrarily,
but without loss of generality. Any two SEs separated by  distance 16/2 = 8 can
be chosen. The SBs 7 and 15 of stuge 3 are connected to outputs 7 and 15. Tuwo
links of SE 7 of stage 2 are connected to SEs 7 and 15 of stage 3. Thuse two links
correspond to the regular and alternate links for tug bit 1 for stage 2. Similarly SE
15 is also connected to SEs 15 and 7 of stage 3 for the same tag bit 1. This is
shown by thick lines in Fiqure 4.3. So, any packet with tag bit 1 for stage 2, and
arriving at one of the SEs 7 or 15 at stage 2, has to go to one of the oulputs 7 or

15 due to connection pattern of BG network. During permutation traffic not more
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than one: puckel is destined to a particular output at any given cyele. Thercfore. at
most two puckets can arrive at onc of the SEs 7 or 15. with tag bit 1. One packet
will be routed onto the regular tink and the other onto the alternate link. Hence

there is no chance of packet loss at this stage which corresponds to stage n-1.

o

Lemma 5 Inan N x N BG nctwork, any stage i (i ¢ 0. 1, n-1. n-2 ) is blocking.
Sketch of proof : An N x N BG network contains a stage i. (i ¢ 0,1.n—1.n—2)
only if N > 16. So. for proving this a 32 x 32 BG network is considered. Figure 4.4
shows a 32 x 32 BG network with connections showing the routing of packets from
inputs 13, 15, 16 and 17 to outputs 15, 31. 19 and 23 respectively.

The routing tags for the above packets are 01111, 11111, 10011 and 10111 re-
spectively. According to the routing tag the packets from SE's SEyy0, SEi50,SE 160
and SEyzo are routed to SE's SEy33,SEn5,,SE . and SEyr,; respectively. SE
SE\z, has two packets having the same tag bit 1. Let us assume that the packet
destined to output 19 from input 16 takes the regular link and the packet destined
to output 23 from input 17 takes the alternate link. Then at stage 2 we have three
packets arriving at SE SEy55 and one packet to SE SE\g. Now at stage 2, all the
three puckets going out of SEy5.2 have routing tag bit 1, but since we have only one
reqular link and one alternate link, one of the packets is lost. Hence packets can
be lost at stage 2 in a 32 x 32 BG network. For each SE in stage 2 we can find a
permutation traffic, which will result in packet dropped. Since packets can be lost
at stage 2 of a 32 x 32 BG network, stage 2 of the BG network is blocking. For an
N x N BG network where N > 16, similar permutation traffic combinations can be

Jound to show that any stage i (i ¢ {0.1,n = 1.n - 2}) blocking.
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Theorem 1 An X x X' BG nctuwork is non - blocking under permutation: traflic,
if und only if N < 16.
Proof : Any N x N BG nctwork hus logo N stages where loga N is an integer.

When N < 16 we have four different. po

e valucs of N namely 2. §. 8 and
16. A network is non-blocking if and only if one or more stages of the network are
blocking. A 2 x 2 BG nctwork is non-blocking as it contuins only one stage. stage 0
and from lemma 1 this stage is non-hlocking and hence this network is non-blocking.
A 4 % 4 BG network contains 2 stages . stage 0 and stage 1. From lemmas | and
2 this network is also non-blocking. An 8 x 8 BG network contuins three stages 0,

1. and 2. From lemmas 1. 2 and ?. this network is also non-blocking. Finally o

16 x 16 BG network contains 4 stayes. stage 0. 1. 2 and 3 and from lemmas 1,

2,3 and 4 this network is also non-blocking. From lemma 5 we have. any stage i,
(i ¢ {0.1.n = 1L,n=2}) of an N x X network (N > 16) . is blocking. If stage i.
(i ¢ {0,Ln = Lon=2}) of an N N network (N > 16) is blocking, some: pucks s
are lost at that stuge. Therefore packets are lost in an N x N BG network where

N> 16, which means that the network is blocking.

Table 4.1 shows the performance of the BB, the BG and the R2D2 networks
under permutation traffic at full load, where load indicates the amount of incoming
traffic rate.

It can be seen from the above results that the BB network is completely non-

blocking under permutation traffic.
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4.4.2 Uniform Random Traffic

The uniform random traffic pattern refers to the case where the cach output
port has equal probability of being requested by packets arriving at the input ports.
As destination addresses can be repeated, it is referred as uniform random traffic.

Even though the uniform random traffic does not properly describe the real
traffic, it is A much more realistic traffic pattern when compared to the permutation
traffie pattern explained in Scction 4.6. Performance of MINs used in multiprocessor
interconnections and in switch fabrics of hroadband packet switch architectures is
usually studied under uniform random traffic. It is a much simpler traffic pattern
to be analyzed as compared to the non-uniform traffic types.

Table 4.2, 4.3 and 4.4 show the performance of the Banyan, the BB. the R2D2
and the BG networks under uniform random traffic under 30% load, 70% load and

full load respectively.

It can be clearly seen from the above tables that the BG network has higher
throughput than those of the R2D2 and the BB networks under varying loads of
nniform random traffic types. A severe degradation on the performance of the BB

network was noted.

4.5 Non-Uniform Traffic Patterns

The type of traffic expected in B-ISDN may not be of the uniform traffic type
explained in Section 4.1. Much research is going cn in determining a traffic type
more close to the expected real traffic. Since it is quite difficult to simulate and
analyze the exact traffic expected in B-ISDN, researcliers have come up with certain

tractable non-uniform traffic types. Studying the performance of MINs to be used
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in switch fabrics of broadband packet switeh architeetures, nunder the non-uniform
traffic patterns could give a better understanding of performance of the MINs under
real traffic.

Non-uniform traffic patterns (43} [50] are heing studied in evaluating the per-
formance of MINs. Three most widely studied non-uniform traflic types are the
hotspot traffic, community of interest traffic and bursty traffic. The following see-
tions will explain about these traffic models and provide simulation results of the

performance of MINs under the above mentioned traffie types.
4.5.1 Hotspot Traffic

Hotspot traffic [47). [46] is defined as the traffic type in which one or more
nodes of the switcl fabric, or of the destinations receive a given percentage of the
incoming packets. The rest of the incoming traffic is of the type uniform random.

These nodes or destinations are referred to as hotspots. Hotspot traffic is also

referred to as output-concentration traffic [48].

1t is difficult to model hotspots at nodes within the switch fabrics and henee
performance study of MINs under hotspot destinations was carried out.

10% of the incoming traffic is destined to one output; in this example, it is
destinatiou 0. Performance of the BG network is much better than the BB network
and the R2D2 network even in the case of the hotspot traffic.

Table 4.6 gives the performance of the BG network under varying degrees of
hotspots. Performance of the BG network under uniform random traffic is also
provided for comparison. It is clearly seen that the throughput of the BG network

drops down considerably with an increase in the percentage of hiotspot.
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4.5.2 Community of Interest Traffic

In the ease of Community of Interest traffic. the traffic pattern is in such a

Iways

way that a certain pereentage of the traffic arriving at a certain input(s) is
directed to certain ontput(s). The remaining traffic originating at these inputs are
of the uniform random traffic type. Uniform random traffic type is expected at all
other inputs.

In this traffic type. certain ontput request patterns cause degradation of through-

put primarily due to contention on internal links as opposed to output conflicts[48].
This occurs when the number of community of interest input-output pairs increases.

Dute to this more path conflicts occur in the intermediate stages of the MIN. The

is more 1 in case of large size networks.

Table 4.7 gives the performance of MINs under 100% community of interest
traffic with one input-output pair. The input load offered to the MINs is 1. This
indlicates that during each cycle any packet arriving at a community of interest
input will always be destined to that output which forms the community of interest.
The number of input-output pairs was not increased with increase in network size.
Due to this, performance of MINs under community of interest traffic is more or
less equivalent to the performance under uniform random traffic type. Hence the
throughput performance of the MINs is nearly similar to that shown in Table 4.4.

By increasing the number of input-output pairs in this traffic type, the degrada-
tion of the throughput can be seen clearly because there will be more path conflicts
in the intermediate stages of the MINs. Still the throughput performance of the

BG network is much superior to that of the BB network and of the R2D2 network.
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4.5.3 Bursty Traffic

Bursty traflic is a traflic type in which the inputs of the switel fabric receive
sudden bursts of packets (47]. [49]. The traflic source at eacltinput port alternates
between active and idle periods [49])which are geometrieally distrilmted with mean

m(A) and m(S). The active period has pack

s for m contimons eyeles called the
burst length., The idle period is also reforrod to as burst gap asit occurs hetween two

active periods which have bursty traffie. Packets arri

ving at an input port within
the same burst are always directed to the same output port and are separated by
fixed or random spacing [49]. It has been assumed that the active periods have a

probability p and the idle periads a probability of 1 = p. The burst leugth for an

input port is not constant because the burstin sumed to be eansed due 1o

different payloads that are to be i in ications.

For the MINs studied here, the gap between bursts under full load bursty traflie

has been assumed to be zero. It is also assumed that the distribution of burst length

is the same for all burst arriving on any given input port, and burst lengtlis and

gap between bursts are drawn independently from a geometric distributions [51]
with mean L packets/burst. The output port requested by a burst is assumed to
be uniformly distributed over all the output ports independent of all other bursts
entering the switch [48].

Simulation results of the performance of the BG networks for different probabil-

ities of bursty traffic p, and having a burst length of mean equal to 5 pac

s/burst
is shown in Table 4.8. The performance of the BG network under uniform random
traffic pattern is also provided in Table 4.8. It can be seen that the throwghput

of the BG network increases with a deel of the bursty traffic

in probab
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bt does not vary mueli hetween probabilities of 0.5 and 0.8, The bursty traffic
thironghpnt i slightly less than that of the uniform random traffic type. The uni-

y traffic under full load where the

al case of bur

form randons traffic is a spe

length is equal to ane. The performance of the BG networks under bursty

birs

traffic at full load and with a burst leagth of mean cqual to 3 packets/burst is
compared with the performances of the BB and R2D2 networks in Table 4.9. Tt
can be seen that the BG network features a better performance as compared to the
BB and the R2D2 netwoiks which are of comparable hardware complexities. This
lias been reported in [50].

The throughpri performance of a 32 x 32 BG network under full load for varying

mean burst lengths is shown in Table 4.10. The performance of the BG network

decreases with inerease in the burst lengths. It can be inferred that the throughput
of a network decreases with an increase in burst lengths in case of bursty traffic.
In order to meet the needs of AT\ standards of very high throughput, buffers are
required. The BG network requires 136 buffers in order to achieve a packet loss

rate of 107" undler full load bursty traffic with mean equal to 15 packets per burst.

This buffer size required by the BG network is much less when compared to 256
required by R2D2 network with identical traffic conditions and 1300 required by
the tandem Banyan network even under 0.9 probability bursty traffic [48].

4.6 Summary

This chapter introduced the classification of networks based on the extent of block-
ing the network offers in establishing permutation connections. Later sections pro-
vided the performance of MINs under uniform and non-uniform traffic patterns.

While the BB network had better performance under permutation traffic type.
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the performance of the BG network was found to be muel better iu all other traflic

patterns.  The exact traffic pattern(s) that can he

pected during the normal

function of an ATM network is not clearly known: it is only logical to expeet that the

traffic will be bursty and non-uniform with possibly repeated destination adere
at any given time - that is permutation trafic is far from reality. Furthermore,

as the ATM network

rpically consists of interconnected clusters of smatler switeh
fabrics (each of which could be a MIN). the traffic arriving at the input ports of any
switcli is a more difficult problem to predict. However. it is reasonable to expect that
this traffic pattern is, if anything, farther removed from being a permutation trallie,
Therefore. the BG network which performs better under bus

¢ traflic condition:

a wiser choice than networks, such as the BB combination, which are non-blocking

under permutation traffic but perform poorly wnder other traffie conditions. It

in switel

noticed that the throughput of all the MINs decreased with an inere
size because of increase in number of stages and more conflicting paths between (e
packets to be routed in these stages.

Table 4.5 gives the performance of MINs under 10% hotspot traflic with prob-

ability of packet arrival at inputs equal to one. This indicates that



Network BB R2D2 BG

Size Network | Network | Network
2x2 1.000000 { 1.000000 1.000000

4 x4 1.000000 | 1.000000 [ 1.000000

8x8 1.000000 | 1.000000 [ 1.000000
16 x 16 1.000000 | 0.993625 | 1.000000
32 x 32 1.000000 | 0.981562 0.997500
G4 x 64 1.000000 | 0.966156 | 0.993203
128 x 128_| L00000D | 0.949203 | 0.986844
256 x 256 [ 1.000000 | 0.933164 | 0.979062
512 x 512 | 1.000000 | 0.916697 | 0.970928
1024 x 1024 | 1.000000 | 0.901682 0.963329

Table 4.1: Throughput performance of MINs under Permutation Traffic

Network BB R2D2 BG
Size Network | Network | Network

2x2 0.889432 | 1.000000 000000

Ix1 0.995078_|_1.000000
§x3 0.991580 | 0.099751
6 x 16 0.987135_|_0.997996
32 x 32 0.978900 | 0.996650 |
GIx 04 0.974748
128 x 128 [ 0.968893 |
256 X 250 [ 0.963810_|

512 x 512 | 0.743932 | 0.957198 | 0.990516
1024 x 1024 | 0.743s13 | 0.951463 | 0.988663

Table 4.2:  Throughput performance of MINs under Uniform Random Traffic -
50% Load



Inputs Stage 0 Stage 1 Stage 2 Outputs

Figure 4.1: Internal Blocking in an 8 x 8 Banyan Network



Inputs Stage 0 Stage 1 Stage 2 Outputs

Figure 4.2: Output Contention Blocking in an 8 x 8 Banyan Network
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Figure 4.3: A 16 x 16 Balanced Gamma Network showing connection pattern be-
tween SEs in Stage2, Stage 3 and the output buffers.
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Figure 4.4: Blocking in a 32 x 32 Balanced Gamma Network
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Network BB R2D2 BG
Size Network | Network | Network

%2 0.812282 | 1.000000 1.000000

4 x4 0.731993 | 0.990845 1.000000

8 x38 0.690316 | 0.974937 0.998401
16 x 16 0.647365 | 0.975640 0.9949:

32 x 32 0.647592 | 0.962567 | 0.991767
64 x 64 0.643381 | D.954872 | 0.986901
128 x 128 | 0.640545 | 0.944439 | 0.983319

256 x 236 | 0.636841 | 0.934695 | 0.97946+4
512 x 512 | 0.637367 | 0.925141 0.97623-4
1024 x 1024 [ 0.636125 | 0.916000 | 0.972447

Table 4.3:  Throughput performance of MINs under Uniform Random Tratfic -
70%: Load

Network BB R2D2 BG
Size Network | Network | Network

2x2 0.774000 | 1.000000 | 1.000000

4 x4 0.617250 1.000000
8x8 0.552000 0.993250

16 x 16 0.517563 [ 0.953000 | 0.985625

32 x 32 0.490219 | 0.933625

64 x 64 0.468250 | 0.916438
128 x 128 | 0.60781 | 0.898008
256 x 256 | 0.456086 | 0.883840
512 x 512 0.449947 | 0.869176
1024 x 1024 | 0.446400 | 0.854897 | 0.934344

Tabled.4: Throughput performance of MINs under Uniform Random Traffic - Full
load
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Network BB

R2D2

Size Network | Network

BG
Network

2x2 0.747000 [ 1.000000

X 0.61.4250 [ 0.983000

8§x8 0.535250 | 0.962000

1.000000
0.989250

1.000000

16x 16| 0.400813 | 0037375 | 0.975125
32x 32| 0474000 | 0.903406 | 0.950688 |
64 x 64 0.458006 0.867922 0.917203
128 x 128 | 0.451234 0.836727 0.887461
956 x 256 | 0.441719 | 0.810633 | 0.865406 |
512x 512 | 0.441041 | 0.792773 | 0.853939
1024 x 1024 | 0.438835 | 0.777368 | 0.845227

Table 4.3: Throughput performance of MINs under 10% Hotspot Traffic

Switch Throughput
Size Uniform
2x2 1.000000
4 x4 0.988750 | 0.984000 0.965500
8x8 0.966500 | 0.968125 0.871500 | 0.747625 | 0.580625
16 x16 | 0.953000 | 0.946063 0.531687 | 0.346812
32 x 32 0.933625 | 0.917394 R 0.403031 | 0.217125
64 x 64 0.916438 | 0.879094 | 0.707563 | 0.522172 | 0.337750 | 0.154047
x 128 | 0.898008 | 0.842023 | 0.666406 | 0.485594 | 0.304469 | 0.121211
256 X 256 0.813082 | 0.642500 0.28836 105074
512 x 512 0.627281 0.278625 | 0.097406
1024 x 1024 7] 0.617014 | 0.4 0.272738 | 0.093805

Table 4.6: Throughput performance of the BG network for varying Liotspot traffic.
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Network BB R2D2 BG
Size Network | Network | Network

2%2 0.774000 [ 1.000000 | 1.000000
0.617250 | 0.98 1.000000
0.552250

. 99

0.520375 | 0.949000 | 0.981062

0.487094 | 0.933375 | 0.975688

0.472953 | 0.914394 | 0.967719

0.460523 | 0.900297 | 0.958164
0;

0.966250

0.455781 950824

Bl 0.450291 942762
1024 x 1024 | 0446037 | 0.854766 | 0.934229

Table 4,71 Throughput performance of MINs under 100% Community of Interest
Traffic

Network BB R2D2 BG
Size Network | Network | Network
2x2 0.73667 1.000000 | 1.000000
4x4 0.61925 0.986917 1.000000
3x8 0.543042 | 0.968458 | 0.993667

16 x 16 0.512812 | 0.951187 [ 0.982500
32x32 0.490271 | 0.932469 | 0.976083
64 x 64 047175 | 0.914969 | 0.967443

128 x 128 | 0.462409 | 0.898536 | 0.959146
256 x 256 | 0.454299 | 0.884061 950008
512 x 512 | 0.449662 | 0.86! 0.943021
1024 x 1024 [ 0.44724 | 0.855262 | 0.934652

<

Table4.§: Throughput performance of the MINs under full load Uniform Random
and Bursty Traffic
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Mean Burst Length | Throughput

3 0.976005
10 0.97584-4
15 0.973058

Table 4.10:  Throughput performance of a 32 x 32 BG network wnder varying
burst lengths of Bursty Traffic
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Chapter 5

Performance of the BG network
in the presence of SE faults

5.1 Introduction

The various reliability measures explained in Chapter 3 do not provide a clear
indication of the dependability of the network. On the other hand. the performance
of a network in the presence of faulty components gives us a better insight in this
regard.

Performance of most of the networks is studied under the uniform random traf-
fic pattern. Theoretical performance analysis of the BG network under uniform
random traffic pattern has heen clone in [24] and the simulation results of the per-
formance of the BG network under uniform random traffic without the presence of
faults have been given in the previous chapter.

This chapter presents the performance analysis of the BG network in the pres-
ence of faults. Similar to the assumptions made during reliability analysis, hete we
consider only SE failures. Failures of links connecting two SEs, SE; ; and SE; s
are considered as SE failures of SE;j;1. The perfoimance analysis of the BG net-

work in the presence of an SE [41] has been dealt with in detail in Section 5.2
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followed by the summary in Section 3.3.

5.2 Analysis and Simulation

The analysis and simulation of the BG network under faults has been done

under uniform random traffic. Let T(N') be the throughput performance of an
N x X BG network without faults under uniform random traffic. Lt the failed SE
be SE., (j #0). The performance of the BG network with the failure of SE, , is
lower than that of the BG network without the failure of SE, ; hecause the traflie
which normally goes throngh SE,; would be routed throwgh the SEs wlhich form
critical pairs with SE,,. Due to increased contention at the SEs which form eriticai
pairs with SE;, the throughput of the BG network drops down.

The performance of an \' x ¥ BG network varies depending npon the stage in
which the SE fault occurs. In this thesis the stage 0 SEs have been assumed to he
fault free. The performance analysis of the BG network in the presence of fanlts is
divided into two parts - the SE fault locatedt at stage 1 and the SE fanlt located

at stage j(2<j< n-1).
5.2.1 SE fault at stage 1

There is no cell loss at stage 1 of an & x .¥' BG network if there are no SE Faults
at stage 1 because each SE in stage 1 receives no more than two packets during cach
cycle, Due to the presence of an SE fault at stage 1 some cells conld be lost at stage
1. Without loss of generality let us consider a SE fault at SEy; in an N x N BG
network where N > 4. Due to SE fault at SEy;, cells which wonld have normally

been routed through it (under no fault condition) from SEsg and SEy o would now
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e remted throngh SEgy and SEyy. SEs SEgy and SEa, form eritical pairs with
the faulty SE SEy ;. Now SEs $%5; and SE4 have a possibility of receiving three

packets each from stage 0. If all these three packets have the same switcliing bit for

stage 1. then one packet wonld be dropped. There are four possible combinations
in which packets can be lost - each of the SEs SEq and SEzy receiving three
packets. where all these three packets have the same switching bit (0 or 1) in each
of the SEs. Tn the worst case, 4 out of ' incoming packets are lost. The probability
Picsager- that each of the SEs SEqy and SEy receive three packets and all these

three packets have the same switching bit for stage 1 is given by the expression

Pistager = (é)1 x (;)1 (5.1)

Therefore the probability of cell loss at stage 1. Peit-toss-staget- Will be

Prett-toss-stagel = % x (%)3 x (é)‘1 (52)

Henee the throughput of an .\ x N BG network in the presence of an SE fault can

he approximated as
Throughput = T(N) = Pecli-toss-stage- (53)

Table 5.1 gives the throughput of an N’ x X' BG network using Equation 3.3. The
throughput of the BG network without fault, T(N), obtained by analysis is taken
from [24]. The throughput of the BG network withont fault, T(N), obtained by
simulation is taken from Table -+.4.

The simulation results of throughput of BG network under single SE fault at
SE\y has also been given in Table 5.1.

The thronghput analysis of the BG network carried out in [24] was approximate.

Therefore using the throughput T(.V). from 24] in column 1 has given rise to further
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approximations. In column 2 of Table 5.1, we have taken T(N), from the sinmlation

results presented in Table 4. Tt ean he seen cle

v that the throughput analysis of
the BG network in the presence of a fault at stage | shown by column 2 of Table 5.1
is comparable to the throughput results of the BG network in the presence fanht
at stage 1 provided by simulation, It is to he noted that the presence of a single

SE fault at stage 1. does not affect the thronghput performance of the BG network

under uniform random traffic for larger sizes. This is due to the fact that the

probability of cell loss is inversely proportional to the size of the network,

s iven
by Equation 5.3.
There is a large variation between the thronghput performances of 4 4 x | BG

network obtained by analysi

and simulation. This is because stage 1 in a4 x 4
BG network is also the last stage and we have not accounted for the cell loss due 1o
this effect. The thronghput of a fanlt-free 4 x 4 BG network under uniform random
traffic is 1. When there is a SE fault in stage 1, which also forms the last stage, cell
loss oceurs mainly due to multiple packets being destined to a partienlar output

port. Apart from the cell loss explained in the catlier analysis, 2 out of 4 cells are

dropped whenever 4 cells are destined to 2 out of 4 output ports, during an SE fanlt

in stage 1 of a 4 x 4 BG network. The probability of having 4 colls being destined

1 ]
to 2 out of 4 output ports. in which 2 cells are dropped is equal to (l) x

The SE fault could be any one of the 4 SEs of the 4 x 4 BG network, Therefore,
the probability of cell loss due to the effect of all cells generated going Lo 2 ont of

4 output ports is

Pecti-togs-1 =4 % .Z) i (é)4 X (%)‘
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Therefore the overall thronghpnt of a 4 x 4 BG network in the presence of a

single SE fanlt at stage 1, by analysis is

Throughput = 0984373 - Pryii-tass— = 0.980469.

The above thronghput vsis for a 4 x 4 BG network produces a result which

is comparable to that obtained by simulation,

5.2.2 SE fault at stage i (i€ {2,3, ...,n-1})

The thronghput analysis of an .\ x .\ BG network (N > 4) in the presence of single
SE fanlt in stage j (j > 1) is presentec in this section. For tivis analysis, SE; ; has
be assumed to be faulty. Since SE;; has failed. the packets which are normally
routed throngh SE, , will now be routed through SEs which form eritical pairs with
SE,,. SE,, receives packets from four SEs in stage j — 1. OF these four SEs. the
regular links of two SEs are connected to SE;, and alternate links of the other two
SEs are connected to SE, . Let these SEs be SE1. SE2. SE3 and SE4 respectively
where the regular links of SE1 and SE2 are connected to SE; ; and the alternate
links of SE3 and SE4 are connected to SE; ;. SE1 and SE2 can reroute the packets
to be switched to SE;; through their alternate links. Out of the & packets whicl
have arrived at SE3 or SE4 having the same switching bit as that of a packet to he
switched to SE, ;. k=1 packets arc dropped at these respective SEs causing packet
loss. This is due to the failure of SE; ;. Similarly if SE3 and SE4 lave packets to
be switched to SEj; then these packets are dropped at SE3 and SE4 respectively.
The SEs SEL, SE2, SE3 and SEH can each drop a cell due to the failure of SEj ;.

Therefore. the probability of packet loss at stage j — 1 due to failure of SE; ; is



Penostoioym = < Xl

where al,; is the probability that the alternate links of stage j — 1 earry a

packet. Due to the failure of SE, . packets

are lost even at stage j. I SE
SE2 has a packet p, whicliis to be routed to SE, , then this packet will he ronted

through the alternate links of SEL or SE2 making pg to go to SEs which form

critical pair with SE; ;. Let these SEs which form critical pairs with S Hed

L b e

SEcl. SEc2. If SEcl and SE¢2 already have a minimum of two packets, having the
same switching bit as that of py., then the packet py is dropped at stage j. The

probability that packet loss ocenurs at stage j due to the failure of SE,

4
Priosrie, = 5 X alj xal; (5.6)

Therefore the overall probability of packet loss due to a failure of SE,, is 1he

sum of Equation 5.4 and Equation 3.5. Hence the throwghput of the BG network

under single SE fault at a stage other than its fi

st two stages is

Throughput = T(N') = P (5.7)

The throughput performance of the BG network without SE failure, under uni-
form random traffic T(N) is taken from Table d.4. The values of al, and al,_ are

calculated by the recursive exprossion given in [24]. The throughpnt performance

of an N x N BG network using Equation 3.6 is presented in Table 5.2, while

the simulation results are presented in Table 5.3. The thronghpnt performance of

the BG network obtained by analysis and simulation are found to be nearly equal,
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It ean be noted that the throughput of large size BG networks is very minimally

alfected by the presence of single SE fault.
5.3 Summary

The thronghpnt performance of the BG network in the presence of a single SE fault
under uniform random traffic has been obtained by analysis and also by simulation,
Results from analysis and simulation exhibit a close match. Performance of the BG
network is not significantly degraded due to occurrence of a single SE fault. Smaller
size BG networks have more throughput degradation in the presence of an SE fault
and this degradation decreases with an increase in size of the network. The per-
formauce of the BG network in the presence of faults gives a better understanding
of the dependability of the network than the reliability metries which have been

reported in literature for most of the MINs studied so far.
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Network | Throughput by Throughput by Throughput
Size Analysis Analysis from
() T(\) from [24] | T(N) from Table 4.4 | Simulation
4x4 0.984375 0.984375
§x8 0.985188 0.985438 3
16 x 16 0.982094 0.981718 0.983000

32 x 32 0.977047 0.974297 0.974875
64 x 64 0.971023 g 3 0.966391
128 x 128 0.965512 0.9591677
256 x 256 0.938756 0.950946
312 x 512 0.952878 0.942087
1024 x 1024 0.946939 0934283

Table 5.1: Throughput performance of BG network in the presence of a single SE
fault at stage 1 under Uniform Random Traffic

Network Throughput
Size Stage in which SE has failed
v 4 B G T
38 NA NA NA
16 NA NA NA
32 NA NA
64
128
256 0.9500 > 7
512 0.9417 | 0.9416 | 09416 | 0.9416 | 0.941G 0.9417] NA
1024 0.9341 | 0.9341 | 0.9341 | 0.9341 | 0.9341 | 0.9334 | 0.9341 | 0.93:41

Table 5.2:

fault at different stages under uniform random traffic,
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Network Throughput
Size Stage in which SE has failed
N 2 4 3 6 7
8 0.9379 | NA NA NA NA NA NA
16 0.9671 | 0.9605 | NA NA NA NA NA
32 0.9666 | 0.9644 | 0.9616 | NA NA NA NA
[ 0.9633 | 0.9636 | 0.9610 | 0.9607 [ NA NA NA
128 0.9571 | 0.9567 | 0.9568 [ 0.9554 | 0.9558 [ NA NA
256 0.9496 | 0.9489 | 0.9483 | 0.9491 | 0.9493 | 0.9487 | NA N
512 0.9418 | 0.9424 [ 0.9420 [ 0.9417 | 0.9418 [ 0.9413 | 0.9414 | NA
1024 0.9246 | 0.9343 | 0.9345 [ 0.9341 | 0.9342 | 0.9341 | 0.93:44 | 0.9348
NA= Not applicable

Table3.3: Simulation results of the performance of the BG network in the presence
of a single SE fault at different stages under uniform random traffic.
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Chapter 6

Conclusions

6.1 Contributions in the Thesis

There has been rapid advancements in the ficld of communication systems. AT\
has been identified as the potential transfer mode for B-ISDN. Rescarchers are ex-
perimenting with switch fabrics for ATM networks. One of the main components
of an AT network is the switch fabric. Most of the switch fabrics which are heing
considered have a MIN for transporting data from an input port to an output port
within the switch fabric. The performance of most of the switch fabries experi-

mented is not sufficient for meeting the needs of B-ISDN. This thesis has focused

on the evaluation of a MIN for use in switch fabrics of broadband packet switch
architectures. Most of the MINs which have heen considered for use in ATM net-
works use the Banyan networks or its enhanced versions. Three MINs - the BB,
the R2D2 and the BG networks have been studied in this thesis.

Performance of a MIN has been the main aspect considered so far, for employing

a MIN in ATM networks, Apart from the throughput performance. hardware com-

plexity, fault tolerance, reliability and performance under faults are certain other

important aspects which are to be considered while chioosing MINs for usc in broal-
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band communication switch fabrics. The cost involved in manufacturing an AT\
switeh fabric is mainly dependent on the hardware complexity of the switch fabric.
The HC of a network is directly proportional to its manufacturing cost. The BB,
the R2D2 and the BG are found to have comparable hardware complexities.

The BB network is a unipath network and therefore it does not possess any FT.
A detailed study has heen done on the FT properties of the R2D2 and the BG
network. A new simple routing algorithm has been proposed for the BG network in
order to enhance its FT capability. It has been shown that a complex routing algo-
rithm would increase the FT capability of the R2D2 network, but at the same time.
also increases the hardware cost. The BG network has better FT properties than
the R2D2 networks since there are multiple paths between each input-output pair
as compared to two paths between each input-output pair in the R2D2 networks.

Reliability analysis has shown the BG networks to be more reliable than the
R2D2 networks. The network reliability of a network is of greater importance than
the network's terminal and broadeast reliabilities because, its denotes the working
of the overall MIN at a particular instance of time. Since the actual computation of
the NR for the BG network is complex, lower and upper NR bounds were derived for
the BG networks. The lower bound NR of the BG network was found to be closer
to its NR. The NR of large size BG network was found to be very low. Considering
a failure rate of 10~ for each SE, the network MTTF of a 1024 x 1024 BG network
was found to he around 2 months. This is not practical if the MIN is to be used
in a remote environment. T refore, SEs of lower failure rate have to be nse‘(l for
constructing the BG networks. In environments where repair is possible, we can

still make use of SEs with the above mentioned failure rates.



Different pavloads are to be integrated in B-ISDN. Thercfore, it is diflieult to
exactly predict the realistic traffic patterns in an ATM network, The performance
of an ATM network has to be analyzed hefore its use in B-ISDN. Since MINs
are being considered for use in switeh fabrics of an ATM network, study of these

MINs, under the realistic traffic patterns expected in B-ISDN, will lielp in their

Iuation. Simulation of real time traffic patterns expected in B-ISDN is quite
tedions. There ore, researchers have studied the performance of MINs under certain
traffic patterns. This lielps in understanding the performance of the network under

real time traffic conditions. Networks have been classified as blocking or non-

blocking networks based on their ability to

stablish permutation connections, The
Batcler Banyan network is a non-blacking network for permutation traffic [11].
Sucli a classification does not reveal the performance of the networks under real

time traffic conditions. Therefore, the performances of networks are studied under

certain uniform and non-uniform traffic patterns. The performances of the BB, the

R2D2 and the BG networks under uniform random, hotspot, community of interest

and bursty traffic conditions have been studied in this thes Even though th

networks have comparable HCs, simulation results have shown the BG networks to
possess superior performance in all the above mentioned traffic patterns, Therefore

it can be concluded that hardware has heen effectively utilized in the BG networks.

It was found that the performances of all these MINs decrease with an inerease in

size of the MIN. The bursty traffic pattern can he considered as a traffic pattern
nearly equal to those of the real-time traffic conditions. It was observed that the
performance of the BG networks under bursty traffic patterns dropped down with

an increase in the burst length.
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Sinee the exact traffic pattern(s) entering an ATM network is still not clearly
known. it is only logical to expect that the traffic would be non-uniform and mainly
bursty rather than the permutation traffic. Even though the BB network performs
better than the BG network under permutation traffic, the BG network performs
much better under the bursty traffic conditions. So it may be a wiser choice to
choose the BG network for use in switch fabries of broadband packet switch archi-
tectures,

The reliability metrics just indicate the working of a network after a particular
period of time. This does not show the dependability of the network. It has been
shown that the performance of a MIN under fault gives a better nnderstanding
of the dependability of the network. The performance of the BG network in the
presence of single SE fault, under uniform random traffic pattern. has been studied

is and simulation results for the same have

in this thesis. Both performance analy
been provided. Results from analysis and simulation have shown a close agreement.
It was found that the performance of large sized BG networks are not significantly
degraded due to the occurrence of a single SE fault.

Even though the BG network was found to be have better throughput perfor-
mances than the BB and the R2D2 networks, this performance is not high enough
to meet the high throughput required in B-ISDN. The high throughput require-
ments of B-ISDN could be attained by either employing different buffering schemes
in the BG networks [52] or by the method of dilation or replication or enlargement
[53]. Enhanced BG networks by buffering, dilation, replication and enlargement
were found to have very low cell loss rate (of the order 10~% and lower). If buffers

were to be loyed for i ing the t capability of the BG networks,




the cells arriving at their final destinations may he out of sequence, In order to

avoid this. one has to formulate some ordering mechanism at the output ports, En-

Lanced BG networks, apart from having high thronghput, also have better FT and
reliability. Therefore the BG networks may be considered as a potential eandidate

for use in switch fabrics of broadband packet switch architectures.,

6.2 Recommendations for Future Research
The work reported in this thesis can be extended to the following areas :

1. In anenvironment where there is a faster repair rate of the fanlty components,
the failure rate of the SEs of the BG network can still he chosen to be 1070,
This will considerably decrease the cost of the BG network as compared to
the one with lower failure rate SEs. In such a case availability analysis [30]
of the BG network should be done. This would give a better idea on the

ance of time.

availability of the network at a particular inst

©

Since the BG network may be considered as a potential candidate for use

switch fabrics in |

1 packet switch s, anin depth study
of the hardware implementation of the BG network to form a switeh fabric
may be a worthwlile task. This involves VLSI design for the switeh fabrie

followed by the actual fabrication process. After the fabrication process the

time traffic conditions,

performance of the switch fabric can be tested in
Modifications catering to the needs of the requirements of B-ISDN can be

done after a thorough testing of the switch fabric.
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Appendix A
Routing Algorithm for the Balanced Gamma Network
Route_packets_BGNetwork()
for j varying from 0 ton-1 do
for i varying from 0 to N-1 do

alpha = int(i/2j)mod2: //enlenlate alpha for SE
count = total inputs for SE;;: //calenlate munber of Input packets

iflcount > 0)
case (count)

1: switch_one.packet(SE;; . alpha);
break:

2: switch_two.packets(SE; ; , alpha):
break:

3: switch_three.packets(SEj,; , alpha):

break;
4 switcl_bit0 = number of packets at input ports having bit d;=0;

case(switch.bit0)

0: delete two of the four packets at rancdom;
switch.two_packets(SE;; , alpha);
break;

1: deleted one of the three packets having d;
switch.three_packets(SE, j , alpha);
break;

2: switch.packet0 = 0;
switch.packetl = 0;
for k varying from 1 to 4 do

if( SE,; has a packet at input port k and if
case (alpha)

0: iflpacket switchell == 0)
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switch packet at SE,; through OLM link:
packetswitchedl =1:

clse
switeh packet at SE,; through OU link:
break:
1: if( packet switched]l == 0)

switch packet at SE; ; through OUMT link:
packet.switchedl =1:
clse
switeh packet at SE;; through OL link:
Ireak:

}
ifl SE;; hias a packet at input port k and if
case (ilpha)

0: iffpacket.switched) == 0)

switch packet at SE,, through OUM link:
packet switched0 =1:

else
switch packet at SE; ; through OL link:

break:
1: if(packet switched0 == 0)

switch packet at SE;; through OLM link;
packet _switched0 =1;

}
else
switch packet at SE;; through OU link:
break;
}
break:

3: deleted one of the tliree packets having «;
switch_three.packets{SE; ; , alpha);
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break:

+4: delete two of the four packets at random:
switch.twopackets(S E,, , alpha):
break:

switch-one_packet (SE;; . alplia)
i
for k varying from 1 to 4

if (packet at input port k of SE;,)
switchbit = d; of packet:

case(switch.bit)
0: case (alpha)
O: switch packet at SE;, through OUM link:
break:
1: switch packet at SEi; through OLM link:

break:

break;
1: case (alpha)

0: switch packet at SE;; through OLM link:

break:

1: switch packet at SE;; through QUM link:
break:
}

}
}

switch.two_packets(SE;; . alpha)
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switehhit) = number of packets at input ports having bit d, =0:
case(switeh bit0)

switehed = 0;
ryving from 1 to 4 do

0: i
for k

i(SE,., hasa packet at input port k)
case (alpha)

0: if( packet switched == 0)

switelh packet at SE;; through OLM link:
packet switeled =1:
}

else

teh packet at SE,, through OU link:
break:
11 if( packet_switched == 0)

switeh packet at SE,; through OUM link:
packetswitched =1;

else
switch packet at SEj; through OL link:
break:
l
t
break:

2: packet.switched = 0:
for k varying from 1 to 4 do

if(SE,; las a packec at input port k)
case (alpha)

0: if( packet switched

switch packet at SE;; through OUM link:
packetswitched =1;

else



switel packet at SE;, through OL link:

br
1: if(packet switched == 0)

switch packet at SE,; through OLM link:
packetswitched =1:

else
switch packet at SE,, through OU link:
break:

break:
1: for k varying from 1 to 4 do

if(SE;, has a packet at iuput port k)

switch_bit = d, of packet:
case (alpha)

1: case (switch bit)
0: switch packet at SE, ; throngh OLM link:
break:
1: switch packet at SE;, through OUMI link:

break:

break:
0: case (switch_bit)

1: switch packet at SE;; throngh OLM link:

break;
0: switch packet at SE;,, thromgh OUM link:
break:
break:
}
}
}
break;
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'
}

switel_three_packets(SE,, | alpha)

viteh bit) = munber of packets at input ports having bit d, =0:
case(switch_bitn)
{
0: delete one of the packets in input port at random:
switelitwopackets(SE, ; . alpha):
break:
1: s
Dr
2: switch_two_and_one(SE, j, 1. alpha):
break:
3: delete one of the packets in input port at random:
switeh_two_packets(SE, ; . alpha):
break:

ch_two_and_one(SE; ;. 0, alpha):

}
}

switch-two.and.one(SE; ; . bit, alpha)

packet switched = 0:
for k varying from 1 to 4

if(packet at input port k of SEj; and d; ==hit)
case (alpha)
0: case (bit)

0:

witch packet at input port k of SE;; through OUNM link:
break;
tch packet at input port k of SE;; through OLM link;

Dbreak:

L

break:
1: case (bit)
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0: switch packet at input port kof SE,, throngh OLNT link:

break:
1z switch packet at input port k of SE, , throngh OUNI link:
break:
}
break:
1
clse

if(SE,, has a packet at input port k)
case (alpha)

0: case (bit)
0:if packet switched == 0)

switch packet at SE;, through OUM link:
packet_switched =
}
clse
switch packet at SE,; through OL link:
break:
1: if(packet switched == 0)

switch packet at SE;

packet_switched =1;
}
else

switch packet at SE,; through OU link:
break;

through OLM link:

break:
1: case (bit)

0:if( packet switched

=0)

switch packet at SE,
packet_switched =

}

j throngh OLM link:
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I packet at SE;, throngh OU link:
break:
11 if(packet switched == 0)

switch packet at SE,, through OUM link:
packet_switched =1:

1 packet at SE;; through OL link:

break;

break:

133















	001_Cover
	002_Inside Cover
	003_Blank Page
	004_Blank Page
	005_Title Page
	006_Copyright Information
	007_Abstract
	008_Acknowledgements
	009_Table of Contents
	010_Table of Contents iv
	011_Table of Contents v
	012_Table of Contents vi
	013_List of Figures
	014_List of Figures viii
	015_List of Figures ix
	016_List of Tables
	017_List of Tables xi
	018_List of Abbreviations
	019_List of Abbreviations xiii
	020_List of Symbols
	021_List of Symbols xv
	022_Chapter 1 - Page 1
	023_Page 2
	024_Page 3
	025_Page 4
	026_Page 5
	027_Page 6
	028_Page 7
	029_Page 8
	030_Page 9
	031_Page 10
	032_Page 11
	033_Page 12
	034_Page 13
	035_Page 14
	036_Page 15
	037_Page 16
	038_Page 17
	039_Page 18
	040_Page 19
	041_Chapter 2 - Page 20
	042_Page 21
	043_Page 22
	044_Page 23
	045_Page 24
	046_Page 25
	047_Page 26
	048_Page 27
	049_Page 28
	050_Page 29
	051_Page 30
	052_Page 31
	053_Chapter 3 - Page 32
	054_Page 33
	055_Page 34
	056_Page 35
	057_Page 36
	058_Page 37
	059_Page 38
	060_Page 39
	061_Page 40
	062_Page 41
	063_Page 42
	064_Page 43
	065_Page 44
	066_Page 45
	067_Page 46
	068_Page 47
	069_Page 48
	070_Page 49
	071_Page 50
	072_Page 51
	073_Page 52
	074_Page 53
	075_Page 54
	076_Page 55
	077_Page 56
	078_Page 57
	079_Page 58
	080_Page 59
	081_Page 60
	082_Page 61
	083_Page 62
	084_Page 63
	085_Page 64
	086_Page 65
	087_Page 66
	088_Page 67
	089_Page 68
	090_Page 69
	091_Page 70
	092_Page 71
	093_Page 72
	094_Page 73
	095_Page 74
	096_Page 75
	097_Page 76
	098_Page 77
	099_Page 78
	100_Chapter 4 - Page 79
	101_Page 80
	102_Page 81
	103_Page 82
	104_Page 83
	105_Page 84
	106_Page 85
	107_Page 86
	108_Page 87
	109_Page 88
	110_Page 89
	111_Page 90
	112_Page 91
	113_Page 92
	114_Page 93
	115_Page 94
	116_Page 95
	117_Page 96
	118_Page 97
	119_Page 98
	120_Page 99
	121_Page 100
	122_Page 101
	123_Page 102
	124_Page 103
	125_Page 104
	126_Chapter 5 - Page 105
	127_Page 106
	128_Page 107
	129_Page 108
	130_Page 109
	131_Page 110
	132_Page 111
	133_Page 112
	134_Page 113
	135_Chapter 6 - Page 114
	136_Page 115
	137_Page 116
	138_Page 117
	139_Page 118
	140_Bibliography
	141_Page 120
	142_Page 121
	143_Page 122
	144_Page 123
	145_Page 124
	146_Page 125
	147_Appendix A
	148_Page 127
	149_Page 128
	150_Page 129
	151_Page 130
	152_Page 131
	153_Page 132
	154_Page 133
	155_Blank Page
	156_Blank Page
	157_Inside Back Cover
	158_Back Cover

